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About
This Book

The Data Backup and Recovery Guide is for both new and experienced
users of Prime’'s data backup and recovery utilities. It is a
multipurpose book, serving as a

® Ugser’'s Guide
e Operator’s Guide
e System Administrator’s Guide
® Reference Guide
The structure of the book is as follows:
PART I, OVERVIEW gives a brief introduction to Prime's backup
and recovery utilities. It is for readers who are not already
aware of the utilities and their |basic functions. In

particular, there is an overview of all the BRMS (Backup and
Recovery Management Service) utilities.

PART II, ARCHIVING AND TRANSPORTING DATA describes how users
can save their files and directories to tape, and restore these
files and directories Dback to disk. It contains detailed
explanations about how to use each of the archive and transport
utilities.

PART III, SYSTEM BACKUPS: AIMINISTRATION gives guidance to
System Administrators about the relative advantages of the
different utilities for system backups and restorations. It
also discusses the factors that System Administrators must

xvii



consider when they decide whether to close either the system or
individual partitions to users during a system backup or
restoration.

PART IV, SYSTEM BACKUPS: OPERATION gives detailed guidance to
operators about how to use each of the utilities that enable
them to either backup or restore system data. It explains how
to create a system boot tape, and how to restore the command
device from either disk or tape.

PART V, BRMS TOOLS describes how to use the tools that support
the ARCHIVE, TRANSPORT, or BACKUP utilities, and is of interest
to all those who use these utilities. It also describes the
BRMS error recovery facilities.

The APPENDICES provide

® A reference list of all the commands described in this
book

e A summary of the operator backup and restore procedures
e Lists of error messages, with explanations

e Guidance for users and operators on how to usz2 MAGSAV
and MAGRST

e An introduction to basic concepts of magnetic tapes, and
guidance on how to initialize tapes with the LABEL
command

e Guidance on how to use UX_TAPE to transport data between
a 50 Series system and a UNIX system

The following diagrams show the overall structure of the manual, and
the inter-relationship between the chapters in each part of the manual.

xviii
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This diagram shows the overall structure of the manual.
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The following diagram shows the inter-relationships between the
chapters in PART I, OVERVIEW.

Introduction to user
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The following diagram shows the inter-relationships  between
chapters in PART II, ARCHIVING AND TRANSPORTING DATA.
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r The following diagram shows the inter-relationships between the
chapters in PART IV, SYSTEM RACKUPS: OPERATION.
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The following diagram shows the inter-relationships between the

chapters in PART V, BRMS TOOLS.
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The following diagram shows the overall structure of the appendices.
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PRIME DOCUMENTATION CONVENTIONS

The following conventions are used in command formats, statement
formats, and in examples throughout this document. Examples illustrate
the uses of these commands and statements in typical applications.

Explanation

Convention Example

UPPERCASE

lowercase

Abbreviations
in format
statements

Underscore
in
examples

Brackets

Braces

Ellipsis

Hyphen

In command formats, words
in uppercase indicate the
actual names of commands,
options, statements, and
keywords. Enter them in
either uppercase or lowercase.

ARCHIVE

In command formats, words
in lowercase indicate vari-
ables for which you must
substitute a suitable value.

COPY pathname

If an uppercase word in a { ASSIGN
command format has an AS
abbreviation, it is

shown below the full

name, and the name and

abbreviation are placed

within braces.

In examples, user input OK, ASSIGN MTO
is underscored but system Device MTO assigned.
prompts and output are not. oK,

Brackets enclose a list
of one or more optional
items. Choose none Or one
or more of these items.

-INDEX [pathname]

Braces enclose a list —-SPEED 25
of items. Choose one 100
and only one of these

items.

-VOLID volume-namel

An ellipsis indicates that
[...volume-namelQ]

the preceding item may be
repeated.

Wherever a hyphen appears PHYSAV —-COMDEV
as the first letter of an

option, it is a required

part of that option.

xxvi
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Convention Egglanaxion

Angle brackets In examples, a keycap
in examples enclosed within angle
< > brackets indicates that
you press that key.

xxvii

Example

Press <return>:
<RETURN>
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Backup and
Recovery Utilities

INTRODUCTION

This chapter provides an overview of the data backup and recovery
utilities that are available to users and operators. The term backup
is used here in a general sense, to include archiving and transporting
data, as well as system backups.

The following paragraphs summarize the contents of the chapter.

BACKUP AND RECOVERY FOR USFRS describes the utilities that
enable users to save their personal files and directories to

tape.

BACKUP AND RECOVERY FCOR OPERATORS describes the utilities that
enable operators to back up and restore system data.
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BACKUP AND RECOVERY FOR USERS

You may want to save your files to tape in order to archive them, or to
transport them to another Prime system. There may also be occasions
when you want to create secure copies of your current files and
directories.

Vhen you archive files, you save them to tape and can then, if you
wish, delete them from disk, on the assumption that you are unlikely to
want to access these files again in the near future.

Table 1-1 lists the utilities that you can invoke to transfer data
between disk and tape, and summarizes the function of each utility.

Table 1-1
Backup and Restore Utilities for Users

Utility Function
ARCHIVE Saves files and directories to tape
ARCHIVE_RESTORE Restores files and directories from

an ARCHIVE tape

TRANSPORT Saves files and directories to tape
for restoration on another Prime
system

TRANSPCRT RESTORE Restores files and directories from

a TRANSPCRT tape

MAGSAV Saves files and directories to tape
MAGRST Restores files and directories from
a MAGSAV tape

The ARCHIVE utility enables you to

e Save disk space by archiving online files that you use only
rarely

e Make secure copies of valuable online files

e Backup your files and directories

First Edition 1-2
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BACKUP AND RECOVERY UTILITIES

To restore files and directories from an ARCHIVE ‘tape, use
ARCHTIVE RESTORE. The procedures for using ARCHIVE and ARCHIVE RESTORE
are described in Chapter 5. ARCHIVING DATA: ARCHIVE and Chapter 6,
RESTORING ARCHIVED DATA: ARCHIVE RESTORE.

The TRANSPORT utility saves data to tape in a way that makes it easy
for anyone to restore that data on another Prime system. To restore
transported data, wuse the TRANSPORT RESTORE utility. The purpose of
the transport utilities is simply to emnable you to transport your files
and directories from one Prime system to another Prime system: they do
not give the security that the archive utilities provide against
unauthorised access to your data on tape. The procedures for using
TRANSPORT and  TRANSPORT RESTORE are described in Chapter 7,
TRANSPORTING DATA: TRANSPORT, and Chapter 8, RESTORING A TRANSPORT
TAPE: TRANSPORT RESTORE.

MAGSAV and MAGRST are logical backup and restore utilities for users
and operators. MAGSAV saves files and directories to tape, and MAGRST
restores them from a MAGSAV tape. The procedures for using MAGSAV and
MAGRST are described in Appendix G, USER’'S GUIDE TO MAGSAV AND MAGRST.

BACKUP AND RECOVERY FOR SYSTEM OPERATORS

Operators back up data in order to

® Restore files and directories that users have accidentally
deleted or overwritten

® Recover from major losses of data, for example after a disk
crash

Operators can backup to either disk or tape, and these backups can be
either physical or logical. A physical backup makes an exact copy of
the contents of a partition, and file system objects are spread across
the backup medium (disk or tape) in exactly the same way as on the
source partition. A partition is the smallest unit you can restore
from a physical backup. A logical backup saves individual file system
objects as logical entities, in such a way that you can restore one or
more objects from the backup.

Table 1-2 lists the system backup and recovery utilities for operators,
and summarizes the function of each utility.
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Table 1-2
System Backup and Recovery Utilities

Name Type Function

BACKUP Logical, Saves files and directories from
disk-to-tape disk to tape

BACKUP_RESTORE Logical, Restores files and directories
tape-to-disk  from a BACKUP tape

MAGSAV Logical, Saves files and directories from
disk-to-tape disk to tape

MAGRST Logical, Restores files and directories
tape-to-disk  from a MAGSAV tape

PHYSAV Physical, Saves physical disk partition(s)
disk-to-tape to tape

PHYRST Physical, Restores physical disk
tape-to-disk partition(s) from a PHYSAV tape

COPY_DISK Physical, Copies physical disk partitions
disk-to-disk to other physical disk partitions

COPY Logical, Copies online files and
disk-to-disk directories

BACKUP performs logical backups to tape, and you can therefore restore

individual files and directories from a BACKUP tape.

MAGSAV also performs logical backups to tape, and is an alternative to

BACKUP.

To perform a physical backup to tape, use PHYSAV.

restore a partition from a PHYSAV tape, use PHYRST.

WVhen you want to

To make physical backups to another disk, wuse COPY DISK. You can
restore an entire partition from the backup pack by using COPY_DISK, or
you can use COPY to restore individual files and directories.

Part III, SYSTEM BACKUPS: ADMINISTRATION, describes the system backup
and recovery utilities, and discusses the circumstances under which
each is the most appropriate utility for your system backups.

Part IV. SYSTEM BACKUPS: OPERATION, describes in detail how to use the
system backup and recovery utilities.

First Edition, Update 1 14
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BRMS Overview

INTRODUCTION

This chapter gives an overview of the Backup and Recovery Management
Service (BRMS) utilities, and explains the basic concepts of these
utilities.

The following paragraphs outline the contents of this chapter.

SUMMARY OF BRMS UTILITIES lists all the BRMS utilities, and
summarizes their functions.

VOLUMES explains how the BRMS utilities use the concepts of
volume, reel and tape.

LABELING AND RELEASING TAPES outlines how BRMS tapes are
labeled, and what is meant by the term releasing a tape.

CATALOGS explains what catalogs are, and what information they
contain.

BRMS HELP summarizes the HELP that the BRMS utilities offer
users and operators.

ERROR RECOVERY outlines the error recovery facilities that the
BRMS utilities provide.
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SUMMARY OF BRMS UTILITIES

Table 2-1 lists all the BRMS utilities and summarizes their functionms.
For a full description of the function of each BERMS utility, and
explanations about how to use them, refer to the following parts of
this book:

e Part II, ARCHIVING AND TRANSPORTING DATA, describes ARCHIVE,
ARCHIVE_RESTORE, TRANSPORT and TRANSPORT RESTORE

e Part IV, SYSTEM BACKUPS: OPERATION, includes descriptions of
BACKUP and BACKUP_RESTORE

® Part V, BRMS TOOLS, describes how to use
- ARCHIVE REILEASE, TRANSPORT RELFASE and BACKUP RELEASE
— GENERATE_CATAIOG and LIST CATAIOG

— LIST TAPE

VOLUMES

A volume is a set of physical reels that contain logically related
data. A volume can consist of 1-255 reels. If you apperd data to a
volume, and run out of space on the latest reel in the volume, the ERMS
utility prompts you to mount a new reel. This reel then becomes part
of the volume. Each volume has a unique name, which is shared by all
the reels in the volume. The name can be a maximum of 28 characters,
and you can use any of the following characters:

A through Z (uppercase or lowercase)
O through 9
&-%§$_* ./

The first character of the name cannot be a digit or a hyphen.

Tapes and Reels

This book uses the term tape in a general sense, to refer to the
physical medium on which data is written. However, it uses a tape or
the tape in a specific sense, to refer to a reel of tape. The terms &
tape and a reel are therefore interchangeable.

First Edition -3
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Table 2-1
BRMS Commands
Command Used by Function
ARCHIVE User Creates tapes of user’s files
ARCHIVE_RESTORE User Restores ARCHIVE tapes
ARCHIVE_RELEASE User Releases ARCHIVE tapes
TRANSPORT User Creates tape for transport to
Operator another system
TRANSPORT_RESTORE  User Restores TRANSPORT tapes
Operator
TRANSPORT_RELEASE User Releases TRANSPORT tapes
Operator
BACKUP Operator Creates BACKUP tapes
BACKUP_RESTCORE Operator Restores  BACKUP tapes
BACKUP_RELEASE Operator Releases BACKUP tapes
GENERATE_CATALOG User Regenerates catalog of ARCHIVE
Operator or BACKUP tape
LIST CATALOG User Lists contents of catalog of
Operator ARCHIVE or BACKUP tape
LIST TAPE User Lists contents of any BRMS
Operator tape mounted on a drive

First Edition
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LABELING AND RELEASTNG TAPES

The ARCHIVE, BACKUP and TRANSPORT utilities label a new tape with the
volume name and the function of the tape (ARCHIVE, BACKUP or
TRANSPORT). Before you can overwrite a tape, or use it for another
purpose, that tape must be released: when a tape is released, it is
labeled as free. You cannot, therefore, accidentally overwrite a tape.
Chapter 22, RELEASING TAPES, explains in detail how to release tapes.

CATALOGS

The ARCHIVE and BACKUP utilities create by default online files, called
catalogs, that record information about each save you make to tape.
There is one catalog for each volume. When you append data to a
volume, ARCHIVE and BACKUP automatically update the information in that
volume's catalog.

Catalogs provide an efficient way to manage the backup and recovery of
your data. Each catalog holds information about

e The volume

e The reels in the volume

e The objects saved on each reel
When you restore data, ARCHIVE RESTORE and BACKUP RESTORE use the
catalogs to identify the volume and reels that hold the objects you
want to restore.
You can keep track of what is on your tapes by listing the catalogs
with the command LIST CATAIOG. Chapter 24, LISTING A CATALOG:
LIST CATAIOG, describes how to use this command.
Access to catalogs is controlled by ACLs: you cannot list a catalog,
or use a command that accesses a catalog unless you have the correct

access rights. The command descriptions in subsequent chapters of this
book detail the ACLs that you need to access catalogs.

Catalog Information About Volumes

A catalog provides the following information about its associated
volume:

o Name of the volume
e Type of save (BACKUP or ARCHIVE)
e The date the volume was created (the same as when the catalog

was created)

First Edition 24
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o The number of reels in use
o Any user-defined remark about the volume

Catalog Information About Reels

A catalog has the following information about each reel in a volume:
e The date and time of the last save to this reel

o The command used to save data to the reel, and the revision of
that command

e The density of the tape
o The maxdmm block size
e The number of times the reel has been used

® The amount of data on the reel

Catalog Information About Objects Saved to Tape

A catalog includes the following information about each object you have
saved to the volume:

e The full pathname
e The object type
e The size of the object, in disk records

e The date and time when the object was created, and last
acoessed, backed up, modified, and writtem to tape

BRMS HELP

There is detailed online HELP on all the BERMS commands. You can
display

e The syntax of a command and a list of its optioms

® A description of the command function, and a summary of each
option

® A description of the function of an option

-5 First Edition
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e Examples of how you can use a command, with an explanation of
the effect of each example

e Information about how to use wildcards with a command and its
options

o Lists of command error numbers, and the text for each error
number

For an explanation of how to invoke HELP, refer to Chapter 21, ERMS
HELP.

ERROR RECOVERY

The BRMS utilities always attempt to recover from an error without
requesting you to take any recovery action. If a utility is able to
effect a recovery, you receive one of the following types of message on
your screen:

® A warning that the recoverable error has occurred

® An offer of help, and sometimes the opportunity to abort the
command

Vhen you have to take recovery action, the command prompts you. For
example, you may be prompted to mount a new reel, or to assign a tape
drive. You are able to exit temporarily from the utility, perform the
recovery action, and then continue with the command.

Refer to Chapter 26, ERROR RECOVERY, for a detailed explanation about
how the BRMS commands handle error recovery.

First Edition 26
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User Control of
Tape Drives

INTRODUCTION

This chapter describes how you can control tape drives, using the
following cammands

e STATUS
o ASSIGN
e UNASSIGN
STATUS lets you check the availability of tape drives.

ASSIGN allows you to control a physical or logical tape drive, or to
request operator assistance.

UNASSIGN lets you relinquish control of a tape drive.

3-1 First Edition
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CHECKING TAPE IRIVE AVATLABILITY (STATUS DEVICE)

To see which tape drives are in use, use the STATUS command with the
command-line argument DEVICE:

STATUS DEVICE

This command displays the physical and logical device numbers for any

assigned magnetic tape drives. It does not show tape drives that are
not assigned.

An example display is

(K, STATUS DEVICE

Device User name Usrnum Idevice

MTO ALLEY 1 MTO

MT1 PARIS 13 MT2
where

Device is the physical device number

User name 1s the login name of the user to whom the device is
assigned

Usrnum is that user’s user number

Ldevice is the logical device number being used for the
drive

ASSIGNING TAPE IDRIVES (ASSIGN)

The ASSIGN command gives you complete control over a magnetic tape
drive. You can either specify a particular drive by device number (for
example, MIO) or request any drive that meets specified requirements.
You specify these requirements by command-line options, described below
in the section ASSIGN.

ASSIGN also allows you to send special requests to the operator; for
example, a request to remove the write-enable ring, or to mount a tape.
Such requests are useful primarily for Batch jaobs.

If you have not specified an ASSIGN option that requires the operator's
assistance, some sites allow you to mount a tape drive yourself after
you give the ASSIGN command. Other sites channel all tape drive
assignment requests through the operator. In this latter case, you

First Edition 3-2
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should receive a message from the system operator after you have issued
the ASSIGN command, to tell you of your request status (for example,
accepted or aborted). In some cases, no tape drive assignments are
allowed, in which case you should receive a message to this effect.

Note that you cannot have more than one 60Mb cartridge tape drive
assigned at a time.

P> ASSIGN
The format of the ASSIGN command is

§ ASSIGN [options]

MTpdn
AS MIX -ALIAS MTldn

Descriptions of the arguments and options follow.

Argument Description
MTpdn Identifies the magnetic tape drive (MT) unit

number specified by pdn, in the range 0-7
inclusive. pdn is the physical device number
assigned to each drive at system startup.

MTX Assigns any available drive: must be
accompanied by the -ALIAS MT1ldn option, which
assigns a number (alias) to the driwve for
reference. The drive that is assigned
depends on the other options that you specify
on the cammand line.

ion Description
-7TRK Indicates seven-track or nine-track tape
-9TRK drive; default is nine-track. Requires

operator intervention. These options are
usually used with the MTX argument.

-ALTAS MT1dn This option is used to specify a drive with a
logical device number ldn in the range O0-7
inclusive. The 1dn is a user-defined number
that is assigned to a particular physical
drive unit. When you use this option with the
MIpdn argument, 1dn is mapped onto pdn in
subsequent magnetic tape operations.

This option is particularly wuseful in
programs that run from command files, or in
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-DENSITY n

—~RETENSION

First Edition

CPL programs. It allows the programs to refer
to logical device numbers, which remain
constant, irrespective of the physical device
numbers, which vary according to device
availability.

Requests a tape density setting, and may
require operator intervention. The value of n
specifies the tape density in bpi (bits per
inch). Valid values for n are 800, 1600,
3200, and 6250.

Most drives can handle 800 and 1600 bpi
settings. Streamer drives use 1600 and 3200
bpi. This option sets density automatically
on Version 3 (6250 bpi) drives, but requires
the operator to set density manually on older
drives. If you do not specify -DENSITY, it
defaults to 1600 bpi. See Table 10-1 for a
list of recommended density settings for
streamer tape drives.

Instructs the operator to mount a new tape
reel on an already assigned tape drive. This
option is wusually accompanied by the -TPID
option.

This option should only be used with
cartridge tape drives (Version 5 drives). It
runs the teape fast-forward to the end of the
tape, and then rewinds it to the beginning of
the tape. This stabilizes the tape-to-head
pressure and stacks the tape evenly on the
reel.

Instructs the operator to remove the write
ring from the tape, so that it can be read,
but not written.

Instructs the operator to place the write
ring on the tape, so that it can be both read
and written.

Selects speed for a streamer tape drive (in
inches-per-second) running at 1600 bpi. The
default is 25 ips. This option is ignored on
other drives, including streamers running at
3200 bpi: a speed of 50 ips is automatically
set for streamers running at 3200 bpi. See
Table 10-1 for a 1list of recommended speed
and density settings.

34
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-TPID id Requests the operator to mount a particular
reel of tape, idemtified by a tape id: the id
can be a maximum of eight characters. An id
is a tape identifier that describes a
reel of tape, and/or type of tape drive.
Identifiers cannot begin with a hyphen (-),
as this is a reserved character that
indicates the next control argument on the
ASSIGN command line. Identifiers that begin
with a hyphen, or that contain other reserved
characters (commas, spaces, and /*) must be
placed inside quotation marks.

~WATT Indicates that you can wait until the
requested drive is available.

How to Assign Tape Drives

You can assign magnetic tape drives in any one of three ways:
e By physical device number (pdn)
ASSIGN MTpdn [options]
e By logical device number (ldn)
ASSIGN MTX -ALIAS MTldn
® By logical device number plus characteristics
ASSIGN MTX -ALTAS MT1ldn -options
Assigning Drives by Physical Device Number: When you assign a tape
drive by a physical device number, you request that particular tape
drive. If the drive is unavailable, the option -WAIT queues your
request. In the following example, you assign magnetic tape drive MT1,

where 1 is the physical device number. This is the default assignment,
and does not require operator intervention

OK, ASSIGN MT1
Device MT1 assigned.
X,
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Assigning Drives by Logical Device Number: When you assign a tape
drive by a logical device number, you are mapping the ldn onto the pdn.

If you use the ASSIGN command in the format

ASSIGN MTpdn -ALTAS MTldn

you specify that the drive identified by the pdn is to be referred to
by the specified 1dn.

For example:
(K, ASSIGN MT4 -ALIAS MTO

Device MT4 assigned.
X,

Until you unassign the drive, MT4 is referred to as logical drive MTO.
Note that the physical, not the logical, device number is returned in
the message that follows the ASSIGN command. ldns and pdns are
associated internally in a special table and can be used
interchangeably. To display the physical-to-logical number
correspondence, invoke the STATUS DEVICE command as described at the
beginning of this chapter.

V¥hen you wish to assign a logical device number to any available drive,
use the command format

ASSIGN MTX -ALIAS MTldn

For example:

OK, ASSIGN MTX -ALIAS MT4
Device MI2 assigned.
X,

requests the operator to assign any available drive as logical device
4. The operator responds by sending a message to your terminal that
indicates which drive has been assigned. In this example the operator
has assigned drive 2.

First Edition 36
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Note

Once you have specified a number as an ldn, you cannot assign
another drive by that number. Just as each pdn refers to a
unique drive, so each ldn must refer to one drive only. For
example, if BOB assigns MT1 with an alias of MTO, he cannot
then assign MIO as itself. For example:

OK, STAT DE

Device User name Usrnum ILdevice
K, ASSIGN MT1 -ALIAS MTO

Device MT1 assigned.

OK, ASSIGN MTO
The device is in use. MTO (asnmt$)

To assign drive MTO in these circumstances, BOB must also give
it an alias. For example:

COK, ASSIGN MTO -ALIAS MT2
Device MTO assigned.

CK, STAT DE

Device User name Usrnum Ldevice
MTO BOB 15 MT2
MT1 BOB 15 MTO

Assigning Drives by Logical Device Numbers Plus Characteristics: When
you assign a tape drive by a logical device number plus
characteristics, you are asking for any drive that can handle a
particular type of tape (for example, a nine-track tape at 6250 bpi).
In this case you give this drive a logical alisas.

For example:

(K, ASSIGN MTX -ALTAS MTO -TPID SYS -9TRK -RINGON -DENSITY 6250

specifies that you wish to assign a drive with the following
characteristics: nine-track, read and write (no protect), and 6250
bpi. It states that you wish to mount tape SYS on the driwve if a drive
is assigned, and MIO is the number you will use to refer to the
assigned drive. All subsequent tape operations of the assigned drive
will use MIO as the unit number. If for any reason no drive is
assignable, then you receive an an error message.
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Mounting Tapes: It is sometimes necessary to remove one tape from a
tape drive, and replace it with another: to do this use the -MOUNT
option. Before you specify -MOUNT, the tape drive must already be
assigned. When you first assign a tape drive, you can use the -TPID
option to specify which tape is to be placed on the drive.

For example, suppose that you assign logical drive 7 as follows:

OK, ASSIGN MTO -ALTAS MT7 -DENSITY 800 -TPID GRADES

To mount another tape, called EXAMS, issue the command

(K, ASSIGN -ALTAS MT7 -MOUNT -TPID EXAMS

In this example the operator receives a message at the supervisor
terminal, indicating that you want tape EXAMS to be mounted. The
operator responds to this request by using the REPLY command, and you
recelve a message to indicate whether the mount operation was
successful. The mount operation might be unsuccessful if, for
example, the operator could not find the requested tape.

ASSIGN Command Messages

¥hen you use the ASSIGN command you receive messages that are either
informational or error-related. These messages are described below.

e Bad parameter. (asnmt$)

Indicates an ASSIGN syntax error; your input is invalid. Check your
command line, and issue the command again.

e Device MTpdn assigned.

Your tape drive has been assigned. (Notice that this message gives the
physical device number.)

e Device not assigned. MIn (usnmt$)

The device you specified has not been assigned. Wait until the drive
is available, or select another drive.

First Edition 3-8
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e Device not available. Magtape assignment request aborted (asnmt$)
Indicates the operator cannot handle your assignment request. Check
your cormand line options, and if necessary discuss your request with
the operator.

e No Magtape assignments permitted. (asnmt$)

The operator does not permit magnetic tape assignments at this time.
Wait until assignments are permitted.

e The device is in use. (asnmt$)

Indicates that another user has assigned the specified device. Wait
until the drive is available, or select another drive.

e Use of 'MTX’ argument not permitted at system console. (asnmt$)
Indicates that the MTX argument requires a response from the supervisor
terminal. Moreover, work cannot be done at the user terminal until the

response is received. For these reasons, a user at the supervisor
terminal is not allowed to send himself an ASSIGN request involving the

MIX argument.

UNASSIGNING TAPE DRIVES (UNASSIGN)

The UNASSIGN command unassigns a tape drive that you have previously
assigned with the ASSIGN command. When you complete a magnetic tape
operation, it is good practice to release the tape drive for general
use as soon as possible after you have removed the reel from the drive.

Note that if you log out, any drives that you have assigned are
unassigned autaomatically.

P> UNASSIGN
The command line format for UNASSIGN is

3 UNASSIGN g 3 MTpdn [—UNLOAD]
UN ~ALIAS

e

You can thus unassign a drive by specifying either the physical device
number (pdn) or the logical device number (1dn).

The TUNIDAD option rewinds the tape onto the supply reel, and places it
offline (unloaded). This option is not available on all drives or
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controllers. Find out from either your System Administrator or
operator whether you can use -UNLOAD at your installation.

Using the UNASSIGN Command

A tape drive can only be unassigned by
e The user who assigned the drive
e The system operator

The system Operator can unassign any drive by using the pdn argument,
but can only use the -ALIAS ldn option if that operator assigned, and
hence owns, the drive.

If an operator unassigns your tape drive, no message appears at your
terminal. If you subsequently attempt to unassign the same device, an
error message is displayed.

The following examples illustrate the use of UNASSIGN.

Suppose that you assign the tape drives MT1 and MIO as follows:

OK, ASSIGN MT1 -ALTAS MI?
Device MT1 assigned.

OK, ASSIGN MTX -ALIAS MTO
Device MIO assigned.

K,

You can unassign physical drive MT1 by specifying either the pdn or the
1ldn on the UNASSIGN command line:

CK, UNASSIGN MT1

or

OK, UNASSIGN -ALIAS MI2

If the command is successful, the message "Device released" is printed.

In the case of MIO the pdn and ldn are the same, and to unassign the
drive you can issue one of the following commands:

OK, UNASSIGN -ALIAS MTO

or

First Edition 3-10
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CK, UNASSIGN MTO

UNASSIGN Command Messages

Messages you get from using the UNASSIGN command are either
informational or error-related. These messages are described below, in
alphabetical order.

e Bad parameter. (usnmt$)

Indicates an UNASSIGN syntax error; your input is invalid. Check your
command line, and issue the command again.

e Device not assigned. MIn (usnmt$)

The device you are attempting to unassign has not yet been assigned.
Check that you have specified the correct drive in your command

e Device released.

The device you unassigned is released.
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Introduction to
Archive and
Transport

INTRODUCTION

This chapter summarizes the facilities that emable users to transfer
their files and directories between disk and tape. These facilities
are in two categories, archiving and transporting, and are supported by
a number of tools. The tools are described in detail in Part V, ERMS
TOOLS, and summarized in the section below ARCHIVE AND TRANSPORT TOOLS.
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ARCHIVING DATA

The term archiving describes the process of saving to tape, files and
directories that you no longer require, or which you use only
occassionally. Archiving also enables you to make secure copies of
valuable online files.

You can archive your files and directories, and restore archived
objects back to disk, using two commands:

® ARCHIVE
® ARCHIVE RESTCRE

The ARCHIVE command saves specified files and directories to tape. It
keeps a record of the files and directories that are saved, and stores
this in an online catalog file: there is one catalog for each ARCHIVE
volume. The catalog records information about the volume, the reels in
the volume, and the objects stored on each reel. Whenever you archive
objects to a tape, ARCHIVE appends entries to the catalog. The catalog
thus records what is saved, and where it is sawved.

For further information about catalogs in general, and about ARCHIVE

catalogs in particular, refer to Chapter 2, ERMS OVERVIEW, and Chapter
5, ARCHIVING DATA: ARCHIVE.

ARCHIVE allows you to save a single file or directory, several files
and directories, or the entire contents of your top-level directory.
It autamatically saves all ACLs and passwords associated with the
archived objects.

For the basic ARCHIVE command, you simply identify the object you want
to archive, name the tape, and name the drive on which the reel is
mounted. ARCHIVE does, however, offer an extensive range of
command-line options for users who have special archiving requirements.

When you want to retrieve archived files and directories, use the
ARCHIVE_RESTORE command. This restores specified objects, together
with their ACIs and passwords. ARCHIVE RESTORE uses the tape catalog
to find the objects you want to restore, and to check the ownership of
these objects. You do not have to specify which tape has the objects
that you want to restore: ARCHIVE RESTORE searches your catalogs for
the specified objects, and then tells you which tapes and reels to
mount. As with ARCHIVE, the basic ARCHIVE RESTORE command is very easy
to use. You simply identify the objects that you want to restore, and
the drive on which the reel is mounted.

Detailed information about how to use ARCHIVE and ARCHIVE RESTORE is

given in Chapter 5, ARCHIVING DATA: ARCHIVE and Chapter 6, RESTORING
ARCHIVED DATA: ARCHIVE RESTORE.
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TRANSPORTING DATA

The transport facility allows for users and operators to transfer files
and directories on tape fram one Prime site to another Prime site.
TRANSPORT tapes are not ‘owned’ and do not create catalogs, therefore
anyone who receives a TRANSPCRT tape can restore files and directories
from that tape. You should therefore use the archive rather than
transport commands if you are concerned about the security of your
files and directories.

Two cammands are used to transport data:
e TRANSPORT
e TRANSPORT_RESTORE

TRANSPCRT saves file system objects from disk to tape. It does not
copy ACLs and passwords, unless you request them. You can transport
your entire top-level directory, several files and directories, or just
a single file or directory. For the basic TRANSPORT command you simply
name the object that you want to restore and the tape drive identifier.
However, as for the archiving commands, there is an extensive range of
options for the TRANSPORT command.

TRANSPORT RESTORE restores objects to disk from a TRANSPORT tape. You
can restore the entire contents of a tape, several files and
directories, or just a single object. To restore objects, simply
specify their name and the tape drive. If you do not know the contents
of the tape, run LIST TAPE to list every object on the tape. (See
Chapter 25, LISTING A TAPE: LIST TAPE.)

The TRANSPORT RESTCRE command also has an extensive range of options.
There is detailed information about how to use TRANSPORT and
TRANSPORT RESTORE in Chapter 7, TRANSPORTING DATA: TRANSPORT, and
Chapter 8, RESTORING A TRANSPFORT TAPE: TRANSPORT_RESTORE.

ARCHIVE AND TRANSPORT TOOLS

There are four commands you can use in conjunction with the archive
command :

® ARCHIVE RELFASE
® GENERATE_CATALOG
e LIST CATAIOG

e LIST TAPE
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There are two commands you can use in conjunction with the transport
command :

e TRANSPORT_RELEASE
e LIST TAPE

ARCHIVE RELEASE and TRANSPORT RELEASE release ARCHIVE and TRANSPORT
tapes, so that you can either overwrite the tape, or use the tape for
some other purpose. Until you release such a tape, you cannot use it
for any purpose other than its current one, nor can you rename the
tape.

GENERATE_CATALOG regenerates a lost or damaged ARCHIVE catalog, or
validates the catalog.

LIST CATALOG lists an ARCHIVE catalog. If you do not know which tape
has a particular object, LIST CATAIOG searches your ARCHIVE catalogs
for the object, and tells you which tape and reel to mount.

LIST TAPE lists the contents of an ARCHIVE or TRANSPORT tape. If your
system crashes during an archive or transport operation use the
LIST TAPE command to see which objects have been saved successfully.

Part V, BRMS TOOLS, gives detailed descriptions of how to use all these
tools.

GETTING STARTED

The following sections show how easy it is to save your data to tape,
and to restore that data. They give step-by-step procedures to save
and restore your files and directories, and give example command lines.
For full information about the ARCHIVE, ARCHIVE_RESTORE, TRANSPCRT, and

TRANSPORT_RESTORE utilities, refer to the chapters that follow in this
Part II, ARCHIVING AND TRANSPORTING DATA.

ARCHIVE
To archive one or more of your files and directories, follow the steps
below.
1. Assign a tape drive. For example, the command
CK, ASSIGN MTO

assigns drive MTO.
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Mount a reel on the drive you assigned at step 1.
Invoke ARCHIVE by issuing the command line

(K, ARCHIVE pathname -MT n -VOLID volume-name

where
pathname is the pathname of the object(s) you want to save
-MT n is the tape drive identifier, with n in the range O-7
volume-name is the name of the volume.

For example, if you have assigned tape drive MTO, the following

command archives an object with the pathname <DSK1>RICHARD to a
tape with the volume name RICH.

CK, ARCHIVE <DSK1>RICHARD -MT O -VOLID RICH

As another example, the following command saves the entire
contents of your current directory to a tape with the volume
name PETER.

CK, ARCHIVE @@ -MT O -VOLID PETER

If the save reaches the enmd of the mounted reel, you are
prampted to mount another reel.

¥hen the save has finished, remove the reel from the tape
drive.

Unassign the tape drive you assigned at step 1. For example:

CK, UNASSIGN MTO

unassigns tape drive MIO.
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ARCHIVE_RESTORE

To restore one or more of your files and directories from an archive
tape, follow the steps below.

1.

Assign a tape drive. For example, the command
OK, ASSIGN MTO
assigns drive MTO.
Mount the reel from which you want to restore objects, on the
drive you assigned at step 1.

Invoke ARCHIVE RESTCRE by issuing the command line

CK, ARCHIVE RESTORE pathname -MT n

where

pathname is the pathname of the object(s) you want to
restore

-MT n is the tape drive identifier, with n in the range 0-7
For example, if you have assigned tape driwve MTO, the following
command restores an object with the pathname <DSK1>RICHARD from

the tape mounted on MTO, assuming that <DSK1>RICHARD is on this
tape.

(K, ARCHIVE_RESTORE <DSK1>RICHARD -MT O

As another example, the following command restores the latest
versions of all the file system objects on the reel mounted on
tape drive MT O.

CK, ARCHIVE RESTORE @@ -MT O

If the reel is part of a multi-reel volume, you are prompted at
the end of each reel to mount the next reel.

¥hen the restore has finished, remove the reel from the tape
drive.
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5. Unassign the tape drive you assigned at step 1. For example:

CK, UNASSIGN MTO

unassigns tape drive MTO.

TRANSPORT

To save omne or more of your files or directories to a TRANSPORT tape,
follow the steps below.

1. Assign a tape drive. For example, the command

(K, ASSIGN MTO

assigns drive MIO.
2. Mount a reel on the drive you assigned at step 1.
3. Invoke TRANSPORT by issuing the command line

CK, TRANSPORT pathname -MT n

where
pathname is the pathname of the abject(s) you want to save
-MT n is the tape drive identifier, with n in the range O0-7

For example, if you have assigned tape drive MTO, the following
command saves the object with the pathname <DSK1>RICHARD to a

tape.

CK, TRANSPCORT <DSK1>RICHARD -MT O

As another example, the following command saves the entire
contents of your current directory.

CK, TRANSPORT @@ -MT O
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If the save reaches the end of the mounted reel, you are
prompted to mount another free reel.

¥hen the save has finished, remove the reel from the tape
drive.

Unassign the tape drive you assigned at step 1. For example:

(K, UNASSIGN MTO

unassigns tape drive MTO.

TRANSPORT_RESTCRE

To restore files and directories from a TRANSPORT tape, follow the
steps below.

1.

Assign a tape drive. For example, the command
CK, ASSIGN MTO
assigns drive MTO.
Mount the reel from which you want to restore objects, on the
drive you assigned at step 1.

Invoke TRANSPORT RESTORE by issuing the command line

(K, TRANSPORT RESTORE pathname -MT n

where

pathname is the pathname of the object(s) you want to
restore

-MT n is the tape drive identifier, with n in the range 0-7
For example, if you have assigned tape drive MIO, the following
command restores the latest wversion of an object with the

pathname <DSK1>RICHARD from the tape mounted on MTO, assuming
that <DSK1>RICHARD is on this tape.

0K, TRANSPORT RESTORE <DSK1>RICHARD -MT O -NO_QUERY
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If you omit the -NO QUERY option from the command Iline,
TRANSPORT RESTORE runs interactively, and allows you to restore
any version of the specified objects.

As another example, the following command restores the Ilatest
versions of every object on the transport tape mounted on MTO.

OK, TRANSPCRT RESTCRE @@ -MT O -NO_QUERY

When the restore has finished, remove the reel from the tape
drive.

Unassign the tape drive you assigned at step 1. For example:

CK, UNASSIGN MTO

unassigns tape drive MIO.

4-9 First Edition



9

Archiving Data:
ARCHIVE

INTRODUCTION

This chapter describes how to use the ARCHIVE command to save files and
directories from disk to tape. It provides an overview of the ARCHIVE
command, describes its format and options, and explains in detail how
to use the command.

The following paragraphs summarize the chapter contents.
OVERVIEW OF ARCHIVE introduces the ARCHIVE command. It

explains catalogs and saves, describes the- function of the
default command, and summarizes the command options.

ARCHIVE describes the command format, arguments and options.

HOW TO ARCHIVE DATA explains how to use ARCHIVE to save your
files and directories to tape.

USING THE ARCHIVE OPTIONS explains how to use each of the
command options to extend the command function.
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OVERVIEW OF ARCHIVE

Archiving saves your files and directories to tape.
You can use the ARCHIVE command to

e Save disk space by archiving online files and directories that
you rarely use

® Make secure copies of valuable online files
e Perform your own personal backup

Vhen you archive files, you save them to tape, and can then delete them
from disk, on the assumption that you are unlikely to want to access
them again in the near future. With a personal backup, you create
offline copies of important data, but keep the original data online.

Catalogs

The first time you use ARCHIVE, it automatically sets up a subdirectory
named CATS* in which it stores your catalogs, and creates a catalog for
the volume. The catalog records details of all archive sessions that
use this catalog. CATS* is located below your origin directory and has
the pathname origin-directory>CATS*. The command names the catalog by
adding the suffix .CAT to your name for the volume. For example, if
your archiving session saves a file system object to a volume named
TCM, ARCHIVE creates the catalog TOM.CAT.

ARCHIVE handles catalogs by echoing your actions. If you create a new
volume, ARCHIVE creates a new catalog. If you append to a current
volume, ARCHIVE appends to the catalog for that volume. You can read
the contents of your catalogs at any time by using the command
LIST CATALOG.

Saves

Each time you invoke the ARCHIVE command it creates a unique section on
the reel, and in the corresponding catalog. This section is called a
save. The first save on a tape is save 1, the second is save 2, and sO
on.

ARCHIVE always appends new data to the end of a tape, and creates a new
save for the data. If a file or directory is archived to tape more
than once, its pathname no longer uniquely identifies each wversion of
that object. 1In this case, refer to the save number, listed in the
catalog, to identify the version you want to archive.

Whenever you use the ARCHIVE command, you can either add to the same
volume or create a new ARCHIVE volume with a new name. ARCHIVE's
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security mechanism prevents the accidental overwriting of an ARCHIVE
tape. If you add to the same volume and run out of room on the reel,
ARCHIVE asks you to mount a new reel. The new reel is still part of
the same volume.

Default ARCHIVE Command

You can archive an object simply by specifying its pathname, the drive
identifier and the volume name on the command line. For example:

CK, ARCHIVE MYFILE -MT O -VOLID TAN

archives MYFILE to tape JAN, on drive MT O.

The default ARCHIVE command creates and appends information about the
save t0 the catalog for the volume identified by -VOLID.

ARCHIVE Options

Cammand-line options enable you to shape the command to meet your
needs. You can

e Select the file system abjects to sawve

e Create a save index

e Specify a pathname for the catalog directory

e Archive files and directories to another user’'s tape
e Delete saved objects from disk

e Add a remark to a save

e Control the generation of screen prampts

e Validate a save

e Save CAM files to tape as DAM files

e Archive abjects to a Rev.19 tape

e Display help text about the command’'s syntax, arguments and
options
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P> ARCHIVE

This section describes the format of the ARCHIVE command,
summarizes the functions of the command-line arguments and options.

The format of the ARCHIVE command is

ARCHIVE pathname

-MT n -VOLID volume-name [options]

Descriptions of arguments and options follow.

Argunent
pathname

-VOLID volume—name

ion

3 _ACCESSED AFTER [date]

-ACA

-ACCESSED_BEFORE [date]

B

First Edition

Descri:gt_:ion

Identifies the location of the objects
on disk that you wish to archive. You
can use wildcards, diteration and

treewalking.

Specifies the unit number n of the drive
on which the reel is mounted. The drive
must be online and assigned to you.

Identifies the name of the volume. You
can either name an unused volume oOr
specify a named volume. The volume name
must be a valid object name and can be a
maximum of 28 characters.

Description

Writes to tape those objects that were
last accessed on or after the specified
date or, if date is not given, after
00:00 AM today.

Writes to tape those objects that were
last accessed before the specified date
or, if date is mnot given, Dbefore
00:00 AM today.
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3 ~BACKEDUP_AFTER [datel

¥Writes to tape those objects that were
last backed up on or after the specified
date or, if date is not given, after
00:00 AM today.

3 -BACKEDUP_BEFORE [date]

Vrites to tape those objects that were
last backed up before the specified date
or, if date is not given, before
00:00 AM today.

-CAM_TO_DAM Causes any CAM files among the selected
-CID abjects to be written to tape as DAM
files.

—CATALOG_PATHNAME pathname
—CAPA

Specifies the pathname of the ARCHIVE
catalog directory, if it is other +than
the tape owner’'s origin-directory>CATS*.
This directory must already exist. The
catalog found at pathname is checked for
the correct owner. This option is
required if the directory uses
passwords: the password becomes part of
the pathname, and you must enclose the
pathname and password together in single
quotes.

-COMPATTBLE_VERSION [rev)
—-CVN

Specifies that data is to be written to
tape in rev format, where rev identifies
a revision of PRIMOS. The format of rev
is nn or nn.n; for example 19.4. Used in
a post-Rev.19 system to save data to a
Rev.19 tape. This option is invalid if
you archive to a tape that already has
data in post-Rev.19 format. rev defaults
to Rev.19.

—-CREATED AFTER [date]
-CRA

¥rites to tape those objects created on
on or after the specified date or, if
date is not given, after 00:00 AM today.
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—CREATED BEFCRE [date]
—CRB

~INCEX [pathname]

e

-Lv

-MDA

-MODIFIED AFTER [date]
—-AFTER

First Edition
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Writes to tape those objects that were
created before the specified date or, if

date is not given, ©before 00:00 AM
today.

Deletes file system objects from disk
after you have saved them to tape.

Lists the command’'s syntax, arguments
and options. For details of the Help
facilities, refer to Chapter 21, ERMS
HELP.

Creates an index of all the objects that
are written to tape. If you do not
specify pathname, the index is displayed
on the screen: otherwise it is stored in
pathname, and is not displayed.

Specifies the number n of levels of a
directory structure that you want to
include in the index, and displays the
index on your screen. You can use this
option with -INDEX pathname, in which
case the index is filed in pathname, and
is not displayed on your screen. The
default value for n is 99.

Specifies the number of levels of the
directory structure that you want to
archive. The command default is to save
all levels.

|

Writes to tape those objects that have
been modified on or after the specified
date or, if date is not given, after
00:00 AM today. If the object is a
directory that does not have a
Date _Time Modified (DIM) on or after
date, the command archives the
directory’'s subordinate objects that
have been modified on or after this
date.
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-MDB

-MODIFIED BEFORE [date]
-BEFCRE

Writes to tape those objects that have
been modified before the specified date
or, if date is not given, before 00:00
AM today. If the object is a directory
that does not have a Date _Time Modified
(DTM) before date, the command archives
the directory’'s subordinate objects that
have been modified before this date.

-NO_QUERY Suppresses command prompts when the
user's response can be assumed: 1is used
for unattended operation. If you specify

this option and the command then
requires some user action, the command

aborts.
-OWNER user-id Identifies the owner of an ARCHIVE tape:
-OWN user-id is the tape owner’'s user id.

ARCHIVE expects to find the catalog in
the tape owner's origin-directory>CATS*,
unless you have used the -CAPA option to
specify another catalog directory
pathname. If -OWNER is not specified,
ARCHIVE assumes that you are the tape
owner.

-REMARK [character string]

Lets you add a comment to your tape and
catalog each time that you archive data.
The remark can contain a maximum of 80
characters. If spaces are included, you
must enclose the entire character string
in single quotation marks. If you do not
specify character string, the remark is
a string of blank characters.

-TTY If you run ARCHIVE from either a CPL

-T program or a command input file, this
option enables you to specify the tape
drive number from your terminal at the
exd of each reel.

-VALTDATE Checks the objects that you save against

-VAL the original objects on disk, and
informs you of any discrepancies as the
save proceeds. -VALIDATE is not a valid
option if you archive to a ©60Mb
cartridge tape.
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-VERIFY Allows you to confirm the selection of

-VFY specific objects when you use wildcards
in the pathname argument. The command
default is to save every object that
matches the pathname.

HOW TO ARCHIVE DATA

This section describes, with examples, how to use the basic ARCHIVE
command to save files and directories. It includes examples of the
screen displays generated by ARCHIVE, and consists of the following
subsections:

—_—

¢ Preparation describes the preparations needed before you invoke
ARCHIVE

e Archiving a Directory shows how to archive a single directory

e Archiving Several Files or Directories at Once explains how to
archive a number of files and/or directories

e Archiving All Your Files and Directories explains how to save
all the files and directories at your curremt attach point

e Archiving to a 60Mb Cartridge Tape describes additional messages
that you may receive when you archive data to a 60Mb cartridge
tape

Note

¥hen you run ARCHIVE, you may receive a phantom logout message.
This message refers to the logging out of a disk-reader
process, and is a normal part of the ARCHIVE operation. No

user action is required.

Preparation
Before you use the ARCHIVE command, you should determine which files
and directories you want to save. You can archive your own oOr anyone
else’'s files and directories, provided that you have the correct access
rights. You need

® Read rights for any files you plan to archive

e List and use rights for any directories you plan to archive

® Vrite and read access to the catalog
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e List and use access to the catalog directory. If there 1is no
catalog for the tape, you also need add access to the catalog
directory

To check your access rights, use the LIST ACCESS command to display
them.

For example, the command

CK, LIST ACCESS <SYSDSK>DIR1

lists your rights to <SYSDSK>DIRI.

For more information on the LIST ACCESS command type

CK, HELP LIST_ACCESS

To archive files and directories to another user’'s tape, you must use
the ARCHIVE options described below in Archiving an Object to Another

User’'s Tape.

Before you invoke ARCHIVE, you must have a tape drive assigned to you,
and there must be a tape mounted on that drive. Remember to unassign
the tape drive when you have completed your ARCHIVE operation and
removed the last reel. Chapter 3, USER CONTROL OF TAPE IRIVES,
describes how to assign and unassign drives.

Archiving a Directory

In the following example a directory called PERSONNEL is archived to an
ARCHIVE tape called BETA. The command ARCHIVE displays successive
messages on-the screen to report progress of the save.

(K, ARCHIVE PERSONNEL -MT O -VOLID BETA

[ARCHIVE Rev. 20.2 .......... ]

**xx Checking mounted reel ***

**¥*x Begin Save of "PERSONNEL" ***x*
**** End Save of "PERSONNEL" ****
X,
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Archiving Several Files or Directories at Once

You can save more than one file or directory at a time, by enclosing
the list of objects to be saved in parentheses. In the following

example, a file called NEW-HIRES and a directory TRAINING are archived
at the same time.

OK, ARCHIVE (NEW-HIRES TRAINING) -MT O -VOLID RICH

[ARCHIVE Rev. 20.2 .......... ]

*** Checking mounted reel ***
MTO rewinding.
**¥*x Begin Save of "(NEW-HIRES TRAINING)" ****

¥*xx End Save of "(NEW-HIRES TRAINING)" ****
K,

In this example the save is to an ARCHIVE tape called RICH.

Archiving All Your Files and Directories

To archive the entire contents of your current directory, use wildcards
on the ARCHIVE command line, as shown below.

OK, ARCHIVE @@ -MT O -VOLID ALPHA

[ARCHIVE Rev. 20.2 .......... ]
*** Checking mounted reel ***
MTO rewinding.

LR R 3 %gm Save Of "@" * % % %
¥*** End Save of "@@" ****

(Xy

For more information about how to use wildcards, refer to the section
below, Selecting the Objects to Save.

Archiving to a 60Mb Cartridge Tape

If you archive to a 60Mb cartridge tape, use ARCHIVE in the same ways

as shown above. You may, however, receive additional messages, not
shown in the previous examples.

First Edition 5-10

J

J



)

If the tape drive is to begin the save operation at the start of the
tape, you may receive the messages

Tape initializing, please wait ...

Tape initialization complete.

The ARCHIVE procedure then continues as shown in the previous examples
of how to archive files and directories.

USING THE ARCHIVE OPTIONS

This section describes how you can use the ARCHIVE options to shape the
archive function to your requirements. It consists of the following
subsections:

Selecting the Objects to Save describes how you can specify the
category of file system objects you want to save

Creating an Index explains how you can create an index of the
objects saved

Specifying the Catalog Location explains how to specify the
pathname of the ARCHIVE catalog directory when it is not the
default pathname

Archiving Objects to Another User’'s Tape describes how to
archive files and directories to a tape that you do not own

Deleting Saved Objects From Disk describes how you can
automatically delete objects from disk after they have been
saved

Adding a Remark to the Save explains how to add a descriptive
remark about the save, to the tape and the catalog

Controlling Command Queries describes how to suppress the
generation of those command prompts where the user’s response
can be assumed, and how to make the command interactive when you
run ARCHIVE from either a CPL program or a command input file

Validating the Save describes how you can compare the original
objects on disk with those saved to tape

Converting CAM to DAM Files shows how to change the format of
RBF files when you archive them

Moving Objects to a Rev.19 System explains how to transfer file
system objects to a Rev.19 system
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Selecting the Objects to Save ﬂ

This section describes how you can determine which file system objects
are saved. You can

e Specify the pathname of the object(s) you wish to save

e Specify the number of levels of the directory structure that you
want to save

e Select objects according to the date on which they were created,
last accessed, last backed up, or last modified

Specifying the Pathname: The ARCHIVE argument pathname enables you to
specify the pathname of the file system object that you wish to save. \
For example, the command

CK, ARCHIVE BOB>TEST1 -MT O -VOLID ALPHA

saves file system object BOB>TEST1 to the reel on MIO.

You can use wildcards, iteration and treewalking with the pathname.

When you use wildcards in the pathname, you can also include the "
-VERIFY option on the ARCHIVE command line. This causes ARCHIVE to
prompt you to verify that you wish to archive the file system objects
selected by your wildcard specification.
You can use wildcard options to
e Select only file system objects of a particular type
® Select objects according to when they were created, last \

accessed, last backed up, or last modified
e Enable or disable verification

For example, by including the wildcard option -DIR, the command

CK, ARCHIVE BOB>PROJ@@ -MT O -VOLID ALPHA -DIR

saves, to the reel on MTO, any occurrences of subdirectories in BOB
whose names begin with PROJ.

Note that you must use the -RBF wildcard option when you want to select
RBFs (Recovery Based Files). For example, by including the wildcard ‘\
options -FILE and -RBF, the command <

J
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CK, ARCHIVE @@ -MT O -VOLID RBF.ARCH -FILE -REF

saves all files and all RBFs to volume REF.ARCH.

For a detailed account of how to use ARCHIVE to save RBF files, refer
to the ROAM Administrator’'s Guide.

Treewalking options direct the command to designated objects within a
directory tree. You can only use these options when you include a
wildcard in an intermediate position in the pathname.

Valid treewalking options are

o -WAIK FROM

e -WAIK TO
For more information about the use of wildcard and treewalking options,
refer to the Prime User’'s Guide and the PRIMOS Commands Reference

Guide. You can obtain online HELP about how to use treewalking and
wildcard options with ARCHIVE, by issuing the command

CK, ARCHIVE -HELP WILDCARDS

Specifying the Number of Directory Lewvels: The ARCHIVE default is to
save all levels of the selected directory structure. However, the
-LEVEL n option enmables you to specify that the save is to include only
n levels, where 1 is the top level. For example, the command

CK, ARCHIVE @@ -MT O -VOLID ALPHA -LEVELS 2

saves only the top two levels of the directory structure.

Selecting Objects by Dated File Attributes: You can select objects
according to the date when they were

e last accessed
e last backed up
® Created
e Last modified
For each of the above events, you can select objects to archive on the

basis of whether the event took place before, on, or after a specified
date.
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The ARCHIVE options are

® -ACCESSED_AFTER [date] and —-ACCESSED BEFORE [date]

e -BACKEDUP AFTER [date] and -BACKEDUP_BEFCRE [date]

e -—CREATED AFTER [date] and -CREATED BEFORE [date]

e -MODIFIED AFTER [date] and -MODIFIED BEFORE [date]
The options suffixed with _AFTER cause ARCHIVE to save only objects
that have been created, last accessed, last backed up, or last modified
on or after the specified date.
The options suffixed with _BEFORE cause ARCHIVE to save only objects
that have been created, last accessed, last backed up, or last modified
before the specified date.

Note that these options are not exclusive: you can select objects for
listing on the basis of more than one of the file attributes.

You can specify date in any one of the following formats:

Format Example
MM/DD/YY.hh:mm:ss.day-of -week 05/18/86.09:45:00.TUE
YY-MM-ID.hh :mm:ss.day—-of-week 86-05-18.09:45:00. TUE
‘DD MMM YY hh:mm:ss.day-of-week’ ‘18 MAY 86 09:45:00.TUE’
‘ID MMM YY.hh:mm:ss.day-of-week’ ‘18 MAY 86.09:45:00.TUE'
where

MM is the month, specified as 1 or 2 digits in the range 01-12
MMM is the month name, identified by its first 3 characters

ID is the day, specified as 1 or 2 digits in the range 01-31

YY 1is the year, specified as 2 digits

hh is the hour, specified as 1 or 2 digits in the range 00-23
mn  is the minutes, specified as 1 or 2 digits in the range 00-59
ss is the seconds, specified as 1 or 2 digits in the range 00-59

-of-week is the name of the day, identified by its first 3
characters

f

The date and day-of-week fields default to the current date and day,
while the time fields default to zeroes.

Thus if you do not specify date, it defaults to 00:00 AM TODAY.
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In the following example, any object that has been modified before
00:00 AM TODAY is archived to volume BETA. This example uses the
abbreviated name for the -MODIFIED BEFORE option.

(K, ARCHIVE @@ -MT O -VOLID BETA -MDB

As another example, the following command archives, to volume MYFILES,
any object that has been backed up after 18th May 1986:

(K, ARCHIVE @@ -MT O -VOLID MYFILES -BACKEDUP_AFTER 05/18/86

Creating an Index

ARCHIVE options enable you to create an index of the objects you save
to tape, and to control the level of information in the index.

Two options are available:
e -INDEX [pathname]
e -INDEX LEVELS [n]

The -TNDEX [pathname] option generates an index of all the objects you
archive, unless you modify this by also using the -INDEX LEVELS option.
¥hen you do not specify pathname, the index is displayed on your
screen. If you do specify a file pathname, the command sends the
listing to the file, instead of displaying it on your screen. If this
file already exists, the index is appended to the end of the file. If
the file is one of the objects that you have selected for archiving,
you receive a "File in use" error message, and the index is not sawved.

The following example command uses the -INDEX option to display an
index of all the objects you save:

X, ARCEEVE@@—MI‘O—VOI.IDARG—IZV—DIDEX

The next example shows how you can file the index by adding a file
pathname to the -INIEX option. In this example the command would file
the index in ARCH2_ IX.

OK, ARCHIVE @@ -MT O -VOLID ARCH2 -INDEX ARCH2_IX

When you use the -INDEX option, the ARCHIVE default is to index all
selected objects. You can, however, restrict the index to a number of
levels by including the -INDEX LEVELS [n] option on the command 1line,
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where n is the number of levels that you want to index, and lewvel 1 is
the top level.

You can use the -INDEX LEVELS option in conjunction with the -INDEX
option, or on its own.

When you use the -INDEX LEVEIS option with -INDEX, -INDEX LEVELS
determines the number of levels of the save that are indexed, and
-INDEX allows you to write the index to a file. The following example
extends the previous example command line by adding the option -IXL 2,
which specifies that you want to index only the top two levels of the
save. In this example the index would be sent to file ARCH2 IX.

OK, ARCHIVE @@ -MT O -VOLID ARCHR2 -INDEX ARCH2 IX -IXL 2

¥hen you use the -INDEX_LEVELS option on a command line that does not
also include the -INDEX option, -INDEX LEVELS generates an index to the
specified level and displays the index on your screen: you cannot
write the index to a file. For example, the command

(K, ARCHIVE @@ -MT O -VOLID ARCH2 -IXL 2

displays a two-level index of the save on your screen.

Specifying the Catalog Location

The default ARCHIVE command assumes that the pathname of the ARCHIVE
catalog directory is origin-directory>CATS*. If the catalog directory
is located elsewhere, you must inform ARCHIVE of that location by using
the -CATALOG PATHNAME option. For example, if your ARCHIVE catalogs
are held in BOB>ARCHIVE1>CATS*, you must include the option -CAPA
BOB>ARCHIVE1>CATS* on the command line whenever you invoke ARCHIVE.

Archiving Objects to Another User's Tapes

ARCHIVE assumes that you want to save your files and directories to
your own tape. However, you can archive your files and directories to
another user’'s tape if you have the necessary access rights (see the
subsection Preparation, earlier in this chapter). You tell ARCHIVE the
name of the owner by using the -OWNER user-id option.

In the following example, all the files and directories would be
archived to TOM's tape ARCH_TOM:

OK, ARCHIVE @@ -MT O -VOLID ARCH_TOM -OWNER TOM
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Here ARCHIVE would assume the default pathname for TOM's catalog
directory.

Deleting Saved Objects From Disk

The ARCHIVE default is to 1leave the objects on disk after they have
been saved to tape. However, if you do not expect to use these files
and directories again, it is sensible to delete them from disk. This
gives you more disk space, and could improve system performance. The
-DELETE option causes ARCHIVE to automatically delete objects fram disk
after they have been saved to tape.

Adding a Remark to the Save

Whenever you invoke ARCHIVE, you can specify a remark that will be
written to the tape and the catalog. Do this by specifying the -REMARK
character string option on the command 1line. The remark can be a
maximum of 80 characters, including spaces. If you include spaces in
the remark, you must enclose the entire character string in single
quotation marks '...... ‘.  The remark is displayed against the save
number whenever you request reel statistics as part of a LIST TAPE oOr
LIST CATAIOG command. (See Chapter 24, LISTING A CATALOG: LIST CATALOG
and Chapter 25, LISTING A TAPE: LIST TAPE, for example displays of reel
statistics.)

For example, you might want to add a remark such as Inactive files.
The following command adds this remark to a save of file system object
TEST_FILES:

OK, ARCHIVE TEST FILES -MT O -VOLID ARCH1 -REMARK 'Inactive files'

If you do not specify a character string, the remark is a string of
blank characters: the effect is exactly the same as if you had not
used the -REMARK option.

Note that you cannot change a save'’'s remark.

Controlling Command Queries

The -NO QUERY option suppresses any cammand prompts to which a user
response is assumed. If you specify this option, and a situation
arises in which user action is required, the command aborts. You
should therefore only use this option if you are confident that no user
action will be required.
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When you run ARCHIVE from either a CPL program or a command input file,
specify the option -TTY if you want to be able to specify the tape
drive number from your terminal at the end of each reel.

Validating the Save

You can check that the save operation has written the original objects
on disk to tape by including the -VALTDATE option on the ARCHIVE
command line. This option compares the disk objects with the objects
written to tape. You receive a warning message if ARCHIVE finds any
discrepancies between the disk and tape objects.

Notes

When you use the -VALTDATE option, the save takes noticeably
longer.

ARCHTIVE modifies a file's DTA (Date_Time Accessed) attribute,

and -VALIDATE therefore does not detect up discrepancies in the
DTA field.

The -VALIDATE option is not supported if you archive data to a
60Mb cartridge tape.

Converting CAM to DAM Files

Contiguous Access Method (CAM) files, were introduced at PRIMOS Rev.20,
to improve the performance of ROAM data management products. It is not
possible to either create or access CAM files using pre-Rev.20 versions
of PRIMOS, and ARCHIVE therefore has an option, -CID, to write CAM
files to tape as DAM files.

For example, the command

CK, ARCHIVE @@ -MT O -VOLID ALPHAl -CTD

saves the entire contents of your current directory to ALPHAl, and
writes any CAM files as DAM files.

Moving Objects to a Rev.19 System

The ARCHIVE command allows you to save objects to tape in Rev.19
format, so that you can subsequently restore these abjects on a Rev.19

system.
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Use the ARCHIVE -CVN option to convert data to Rev.19 format when you
perform the save.

The complete procedure for moving objects to a Rev.19 system is

1. Issue the ARCHIVE command with the -CVN option. For example:

CK, ARCHIVE REPORTS -MT O -VOLID R19 TAPE -CVN 19

appends REPORTS to volume R19_TAPE, and writes REPORTS in Rev.19
format.

2. If you wish to recreate the catalog, run GENERATE CATAIOG on the
Rev.19 system.

3. Run ARCHIVE_RESTCRE on the Rev.19 system to restore REPORTS from
R19_TAPE to disk.

Remember that you must have access to the catalog to restore an ARCHIVE
tape. If the catalog does not exist, you must be either the System
Administrator or tape owner to restore an ARCHIVE tape.

Remember also that you cannot restore RBF files to another machine.
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Restoring Archived
Data: ARCHIVE__
RESTORE

INTRODUCTION

This chapter describes in detail how to use the ARCHIVE RESTORE command
to restore files and directories from tape to disk. It also includes
an overview of the command, and describes the command format and
options.

The following paragraphs summarize the chapter contents.

OVERVIEW OF ARCHIVE RESTORE introduces the ARCHIVE RESTORE
command. 1t explains how the command handles ACLs amd file
attributes, describes the function of the default command, and
summarizes the command options.

ARCHIVE RESTORE describes the command format, arguments and
options.

HOW TO RESTORE DATA explains how to use ARCHIVE RESTORE to
restore your files and directories from tape.

USING THE ARCHIVE RESTORE OPTIONS explains how to use each of
the command options to extend the command’'s function.
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OVERVIEW OF ARCHIVE_RESTORE

ARCHIVE _RESTORE restores directories and files saved to tape by the
ARCHIVE command. You can restore objects from both your own and other
user’'s tapes if you have the correct access rights. (See the section
HOW TO RESTORE DATA, later in this chapter, for information about
access rights.)

To restore an object, you enter its pathname on the command line. You
should always take care that the pathname uniquely identifies the
abject that you want to restore, because ARCHIVE RESTORE restores all
objects with that pathname.

ARCHIVE_RESTORE always restores the selected objects to your current
attach point, unless you also specify a new pathname on the command
line. The new pathname allows you to restore objects to another attach
point, or to rename them as they are restored. If any of the specified
objects already exist on disk, ARCHIVE RESTORE overwrites these objects
with the tape versions.

The command always reads the catalog before it restores an object from
tape, and the default command expects to find the catalog in
subdirectory CATS* of the tape owner’'s origin directory. If you have
deleted the catalog, or it is corrupted, ARCHIVE_RESTORE asks whether
you want to restore the tape without the catalog. If you answer yes,
ARCHIVE_RESTORE reads the tape sequentially, record by record, until it
finds the oabjects you want to restore. This slows the restore process
significantly, and you are therefore advised not to delete catalogs.

Vhen the catalog 1is not in +the default location, your
origin-directory>CATS*, use a command-line option to identify the
location. The section USING THE ARCHIVE_RESTORE OPTIONS later in this
chapter describes how to do this.

If the catalog is damaged, either the tape owner or the System
Administrator can regenerate the catalog by using the GENERATE_CATALOG
command. This procedure is described in Chapter 23, RBGENERATING AND
VALTDATING CATALOGS: GENERATE CATAIQG.

How ARCHIVE_RESTORE Handles ACLs, DIM and DIB

ARCHIVE_RESTORE always copies the ACL protection of an aobject on tape,
regardless of whether it overwrites an existing object on disk, or
creates a new object on disk.

When it overwrites an existing object, ARCHIVE RESTORE also overwrites
that object’'s Date_Time Modified (DTM) attribute: the DIM of the disk
object becomes the same as the DIM of the tape object.

ARCHIVE_RESTORE sets the Date Time Backed-up (DTB) to never backed up,
so that the object is saved during the next system backup.
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Default ARCHIVE RESTORE Command

You can restore archived objects simply by specifying their pathname
and the tape drive identifier on the ARCHIVE RESTCRE command line. For
example:

(K, ARCHIVE RESTORE TEST_FILE3 -MT O

restores TEST FILE3 from the tape on MIO.

The default command searches all your catalogs for the tape objects
specified by the pathname argument, lists the volumes and reels needed
to restore these abjects and, if it is not already mounted, asks you to
mount the first reel. If the aobject has been archived to tape more
than once, the command restores the most recent version.

ARCHIVE_RESTORE Options

Command-line options enable you to shape the command to meet your
needs. You can

e Specify the volume and/or the reel that you want to restore
abjects from

® Select categories of file system objects to be restored
® Select which saves you wish to restore

o Create a restore index

e Specify a pathname for the catalog directory

® Restore files and directories fram another user’s tape
e Control the generation of screen prompts

@ Restore all RBF files as either CAM or DAM files

e Display help text about the command’'s syntax, arguments and
options
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P> ARCHIVE_RESTORE

This section describes the format of the ARCHIVE RESTORE command, and
summarizes the functions of the command-line arguments and options.

The format of the ARCHIVE _RESTORE command is

ARCHIVE_RESTORE pathname [new-pathname] -MT n [options]

Descriptions of the arguments and options follow.

Argument Description
pathname Identifies the objects on tape that you

wish to restore. Also called the source
pathname. You can use wildcards,

iteration and treewalking.

new-pathname Identifies the pathname of the objects
when restored to disk. Also called the
target pathname. This allows you to
rename an object as it is restored,
and/or to place the object in a location
other than your current attach point.
You can use name generation with
new-pathname. If you do not give a new
pathname, the object being restored is
copied into your current attach point,
and has the same name as on tape.

-MT n Specifies the unit number n of the drive
on which the reel is mounted. The drive
mst be online and assigned to you.

ion Description
—ACCESSED AFTER [date]
—ACA

Restores those objects that were last
accessed on or after the specified date
or, if date is not given, after 00:00 AM
today.
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—-ACCESSED_BEFORE [date]
-ACB

Restores those objects that were last
accessed before the specified date or,
if date is not given, before 00:00 AM
today.

g _BACKEDUP_AFTER [date]

Restores those objects that were last
backed up on or after the specified date
or, if date is not given, after 00:00 AM
today.

g -BACKEDUP_BEFORE [date] g

Restores those objects that were last
backed up before the specified date or,
if date is not given, before 00:00 AM
today.

—CAM_RBF Restores any DAM RBF files as CAM files.

—-CRBF Useful for restoring runfiles created at
Rev. 19 on a Rev. 19 partition to a
Rev. 20 partition.

—CATALOG_PATHNAME pathname
—CAPA

Specifies the pathname of the
ARCHIVE_RESTORE catalog directory, if it
is other than the tape owner’'s
origin-directory>CATS*. The catalog
directory must already exist. The
catalog found at pathname is checked for
the correct owner. This option is
required if the directory |wuses
passwords: the password becomes part of
the pathname, and you must enclose the
pathname and password together in single
quotes.

-OOMBINE Only restores objects that do not
—-COMB already exist on disk.
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—-CREATED_AFTER [date]

b

3 ~CREATED BEFORE [date]

ES

-FROM_SAVE_NUMEBER n
-FSN

-INDEX [pathname]

o

-MODIFIED_AFTER [date)

=

First Edition

|

Restores those objects that were created
on or after the specified date or, if
date is not given, after 00: 00 AM today.

Restores those objects that were created
before the specified date or, if date is
not given, before 00:00 AM today.

Restores any CAM RBF files as DAM files.
Used to restore data from a post-Rev. 19
partition to a Rev. 19 partition.

Starts the restore at save number n.
Values for n are 1-255. The command
default is to begin at the first save on
the reel. This option is not valid when
you restore from a 60Mb cartridge tape

drive.

Lists the conmand’'s syntax, arguments
and options. For details of the Help
facilities, refer to Chapter 21, ERMS
HELP.

Creates an index of all the abjects that
are restored to disk. If you do not
specify pathname, the index is displayed
on the screen: otherwise it is stored in
pathname, and is not displayed.

Specifies the number n of levels of a
directory structure that you want to
index, and displays the index on your
screen. You can use this option with
~INDEX ;@thname in which case the index
is filed in pathname, and is not
displayed on your screen. The default
value for n is 99.

i

Restores those objects that have been
modified on or after the specified date
or, if date is not given, after 00: 00 AM
today. If the object is a directory that
does not have a DIM on or after date,
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the command restores the directory's
subordinate objects that have been
modified on or after this date.

-MODIFIED BEFORE [datel

-MDB

-BEFORE
Restores those objects that hawve been
modified before the specified date or,
if date 1is not given, before 00:00 AM
today. If the object is a directory that
does not have a DIM before date,
the command restores the directory’s
subordinate objects that have been
modified before this date.

-NO_QUERY Suppresses command prompts when the
user'’'s response can be assumed: is used
for unattended operation. If you specify

this option and the command then
requires user action, the command

aborts.
-OWNER user-id Identifies the tape owner: |user-id is
-OWN the tape owner’'s user id. This option

allows you to restore from another
user's tape if you have access rights to
the tape catalog. ARCHIVE_RESTORE
expects to find the catalog in the tape
owner's origin-directory>CATS*, unless
you have used the -CAPA option to
specify another catalog directory
pathname. If -OWNER is not specified,
ARCHIVE RESTCRE assumes that you are the
tape owner.

-REEL n Identifies the reel from which to
restore objects. The command default is
to restore all reels of a tape in

sequence.

-REPLACE Only restores those objects that already
exist at the restore point: that is, the
command overwrites existing objects.

—TO_SAVE_NUMEER n Ends the restore when save number n is
—TSN reached, and does not restore from save
n. Values for n are 1-255. The

command default is to continue to the
end of the tape volume. This option is
not valid when you restore from a 60Mb
cartridge tape drive.
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If you run ARCHIVE RESTORE from either
a CPL program or a command input file,
this option enables you to specify the
tape drive identifier from your terminal
at the end of each reel.

Allows you to confirm the selection of
specific objects when you use wildcards
in the pathname argument. The command
default is to restore the latest saves
of every object that matches the
pathname.

-VOLID volume-namel. . .volume-namelO

-WRITTEN AFTER [datel
-WRA

~-WRITTEN_BEFORE [datel

First Edition

Identifies the tape volumes from which
to restore objects. You can specify a
maximum of 10 volume names. The volume
name must be a valid object name and can
be a maximum of 28 characters long. The
command default is to search all your
catalogs for the objects you want to
restore.

Restores only those abjects that were
written to the tape on or after date or,
if date is not given, after 00:00 AM
today. If the object is a directory and
was not written to tape on or after the
given date, the command restores the
directory’'s subordinate objects written
to tape on or after this date.

Restores only those objects that were
written to tape before date or, if date
is not given, before 00:00 AM today. If
the object is a directory and was not
written to tape before the given date,
the command restores the directory'’s
subordinate objects written ‘to tape
before this date.
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HOW TO RESTORE DATA

This section describes, with examples, how to use the Dbasic
ARCHIVE_RESTCRE command to restore files and directories. It includes
examples of the screen displays generated by ARCHIVE RESTORE, and
consists of the following subsections:

e Preparation describes the preparation needed before you restore
files and directories

® Restoring an Archived File or Directory shows how to restore a
single file or directory

e Restoring Sewveral Files or Directories explains how to restore a
number of files and/or directories

e Restoring All Your Files and Directories shows how to restore
all your files and directories from a tape

Note that the examples in this section assume that the catalogs are in
your origin-directory>CATS*. If your catalogs are in a different
location you must use the -CATALOG PATHNAME option, which is described
in the section Specifying the Catalog Location, later in this chapter.

Preparation

Before you use the ARCHIVE RESTORE command, you should determine which
files and directories you want to restore. You can restore files and
directories from your own tapes, or from any other user'’'s tapes,
provided that you have the necessary access rights. You need

e Write access to restore an existing file

e Add, delete, list, and use access to restore an existing
directory

e Add rights if the object is not in the target directory
e List and use rights to the catalog directory
® Read rights to the catalog

To check your access rights, use the LIST ACCESS command to display
them.

For example:

K, LIST ACCESS <SYSDSK>DIR1

lists your rights to <SYSDSK>DIR1.
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For more information on the LIST ACCESS command type

CK, HELP LIST ACCESS

You must also consider the location of the catalog. If it is not in
your origin-directory>CATS*, you must use the -CATALOG PATHNAME option,
described below in the section Specifying the Catalog ILocation. To
restore files and directories from another user’s tape, you must use
the ARCHIVE RESTORE options described below in the section Restoring
Files and Directories from Another User's Tape.

Before you invoke ARCHIVE RESTORE, you must hawve a tape drive assigned
to you, and there must be a tape mounted on that drive. Remember to
unassign the tape drive when you have completed your ARCHIVE RESTORE
operation and removed the last reel. Chapter 3, USER CONTROL OF TAPE
DRIVES, describes how to assign and unassign drives.

Restoring an Archived File or Directory

This section describes how to restore a single file or directory.

This following example assumes that a directory called REPORTS in
top-level directory JOHN has been archived to volume BETA. Assume also
that there is an index of the save in file BETA.INDEX. If you were to
list the index to see which files were saved as part of REPCRTS, it
might show four files: JAN.REPCRT, FEB.REPORT, MAR.REPORT, Q1.REPCRT,
as follows:

(K, SLIST BETA.INDEX
ARCHIVE index of tape BETA
Generated by user JOHN on 16 March 87 12:00:48 Monday

X %k Xk % I‘eel 1 % %K X %
KKK KX save number 2 X % %k X %k
acl dir <DSK1 >MFD>JOHN>REPORTS

Sam <DSK1>MFD>JOHN>REPORTS >JAN . REPORT
Sam <DSK1>MFD>JOHN>REPORTS>FEB . REPORT
sam <DSK1>MFD>JOHN>REPORTS>MAR . REPORT
Sam <DSK1>MFD>JOHN>REPCORTS>@Q1 . REPORT

tape density : 1600 bpi, maximum block size : 5141 words
total number of recovered errors in this save/restore : O
total number of files saved/restored : 5
total number of blocks saved/restored : 18

*xxxkx End of index *****
K,
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Here the index 1lists +the directory REPCRTS and its four files. Note
that the index shows the full pathnames of the archived files. The
tape statistics, which appear at the end of the listing, include
information about the tape density, the number of read errors from
which the command has recovered, and the number of files saved. The
tape statistics also specify the maximum block size. However, this is
a fixed aspect of the software, and has no special significance for
your restore.

You can control the point to which a directory or file is restored in
one of two ways:

e Attach to the desired restore point, and specify the source
pathname of the object you want to restore on the
ARCHIVE_RESTCRE command line

e Specify the full source and target pathnames while you are at
any attach point

For example, if your current attach point is <DSK1>JOHN, you can
restore the entire directory REPORTS as a subdirectory of JOHN by

specifying any of the following pathnames:

JOHN>REPORTS
<DSK1>JOHN>REPCRTS
*>REPORTS

REPORTS

Note

Always use a unique pathname, to ensure that the correct file
system object is restored.

The following example shows how you can restore the directory by using
the simplest of these pathnames, REPORTS. It assumes that you want to
restore REPORTS to your current attach point. As ARCHIVE RESTCRE
restores REPORTS, it displays messages on the screen to keep you
informed of progress as follows:

(K, ARCHIVE_RESTORE REPCRTS -MT O -VOLID BETA

[ARCHIVE_RESTORE Rev. 20.2 .......... ]
**x* Processing catalog : BETA ***x

List of tapes containing saves of "REPORTS".
Tape name: BETA, reel(s): 1

**x** Checking mounted reel ***x

¥*x* Begin restore of "REPORTS" **x**
¥**x Positioning tape ****

¥*x* End restore of "REPORTS" ***x
X,

6-11 First Edition



DATA BACKUP AND RECOVERY GUIDE

In this example ARCHIVE_RESTORE checks the BETA catalog against the
mounted 1reel. The correct reel is loaded, and ARCHIVE RESTORE
therefore restores the directory without prompting you for the correct
reel. The -VOLID option causes ARCHIVE RESTORE to search only the BETA
catalog, rather than all the user's catalogs.

If you only want to restore a single file from directory REPCRTS, you
must again specify the full pathname of the file, but you do not need
to specify the MFD element of the pathname. In the following example
the BETA index shows that REPORTS has a file FEB.REPCRT, and just this
file is restored to the current attach point.

CK, ARCHIVE_RESTORE *>REPORTS>FEB.REPORT -MT O

[ARCHIVE_RESTCRE Rev. 20.2 .......... ]
*¥Xxx Processing catalog : ALPHA ****
¥*x* Processing catalog : BETA ****

List of tapes containing saves of "*>REPCRTS>FEB.REPORT".
Tape name: BETA, reel(s): 1

*¥x* Checking mounted reel ****

*¥*¥*¥x Begin restore of "*>REPORTS>FEB.REPORT" ****
**x* Positioning tape ****

**xxx End restore of "*>REPORTS>FEB.REPORT" ****
m)

In +this example there are two catalogs, ALPHA and BETA.
ARCHIVE_RESTCRE checks the catalogs, lists the volumes and reels that
contain FEB.REPORT, and checks that the mounted reel is the correct one
(BETA reel 1 in this case). ARCHIVE RESTORE then copies the file
FEB.REPORT to the location <DSK1>JOHN>FEB.REPCRT, and returns you to
PRIMOS level.

You can give a new name to a file system object that you restore. For

example, the command
OK, ARCHIVE RESTORE *>REPORTS>FEB.REPORT FEB.ARCH -MT O

restores file FEB.REPORT to your current attach point and gives the
restored file the name FEB.ARCH: the file on tape retains the name
FEB.REPCRT.

Restoring Several Files or Directories

You can restore more than one file or directory at a time by enclosing
the list of objects to be restored in parentheses. The following
example, restores a file called ADIRESSES and a directory called
PROJECTS at the same time. In this instance the restore is from volume
GAMMA.
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OK, ARCHIVE RESTORE (ADDRESSES PROJECTS) -MT O -VOLID GAMMA

[ARCHIVE RESTORE Rev. 20.2 .......... ]
***x Processing catalog : GAMMA ****

List of tapes containing saves of "(ADDRESSES PROJECTS)".
Tape name: GAMMA, reel(s): 1

¥**x Checking mounted reel ****

***%% Begin restore of "(ADDRESSES PROJECTS)" ****
**x* Positioning tape ****

***x* Fnd restore of "(ATDRESSES PROJECTS)" ****
m’

Restoring All Your Files and Directories

You can use wildcards on the ARCHIVE RESTORE command line to restore
the latest versions of all file system objects on tape. In the
following example all your files and directories are restored from a
volume BETA.

(K, ARCHIVE RESTORE @ -MT O -VOLID BETA

[ARCHIVE RESTCRE Rev. 20.2 .......... ]
*x*x Processing catalog : BETA ****

List of tapes containing saves of "@@".
Tape name: BETA, reel(s): 1

**x* Checking mounted reel ****
**xx*x Begin restore of "@@" ****
x**xx Positioning tape ****

x***x End restore of "@@" ***x
X,

USING THE ARCHIVE RESTCRE OPTIONS

This section describes how you can use the ARCHIVE RESTORE options to
shape the restore function to particular requirements. It consists of
the following subsections:

e Specifying the Volume and/or Reel to Restore explains how to
specify the volumes and/or reels from which the selected objects
are to be restored

e Specifying the Catalog Location explains how to specify the
pathname of the catalog directory when it is not the default
pathname
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o Selecting the Objects to Restore describes how you can specify
that only certain categories of file system objects are to be
restored

e Selecting the Saves to Restore shows how you can restore only
selected saves

o Creating an Index explains how you can create an index of the
objects restored

® Restoring Files and Directories from Another User's Tape
describes how to restore files and directories from a tape that
you do not own

e Controlling Command Queries describes how to suppress the
generation of those command prompts where the user'’'s response
can be assumed, and how to make the command interactive when you
are running ARCHIVE RESTORE from either a CPL program or a
command input file

o Converting Between CAM and DAM Files shows how to change the
format of RBF files when you restore them

Specifying the Volume and/or Reel to Restore

The command default is to explore all your catalogs for the objects
specified on the ARCHIVE RESTORE command line. When it finds these
objects, ARCHIVE RESTORE 1lists the volumes and reels that are needed,
and asks you to mount the first reel. When more than one reel is
needed to complete a restore, you are prompted at the appropriate time
to mount the next reel.

To restrict the search to specific catalogs, and to ensure that the
restores are only made from selected volumes, use the -VOLID option on
the command line. This option specifies the names of the volumes. For
example:

CK, ARCHIVE RESTORE REPORTS -MT O -VOLID ANN.ARCH

only restores REPORTS from volume ANN.ARCH. ARCHIVE RESTORE checks the
mounted reel against the ANN.ARCH catalog: if the reel on MTO were not
part of ANN.ARCH, or did not hold REPORTS, you would be prompted for
the correct reel. If ANN.ARCH did not have a version of REPORTS,
ARCHIVE _RESTCRE would inform you of this, and return you to PRIMOS.

You can also restrict the restore to a specific reel by using the -REEL
option on the command level. For example the following command

CK, ARCHIVE RESTORE @@ -MT O -VOLID ANN.ARCH -REEL 3
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restores objects from reel 3 of ANN.ARCH. Here, if reel 3 were not
mounted on MTO, you would be prampted to mount the correct reel.

Specifying the Catalog Location

The default ARCHIVE RESTORE command assumes that the pathname of the
ARCHIVE catalog directory is origin-directory>CATS*. If the catalog
directory is located elsewhere, you must inform ARCHIVE RESTORE of that
location by using the -CATALOG PATHNAME option. For example, if your
ARCHIVE catalogs are held in BOB>ARCHIVE RESTORE1>CATS*, you must
include the option —-CAPA BOB>ARCHIVE RESTORE1>CATS* on the command line
whenever you invoke ARCHIVE RESTORE.

Selecting the Objects to Restore

This section describes how to control which file system objects are
restored. You can

e Specify the source and target pathnames of the object(s) you
wish to restore

e Select objects according to whether or not they already exist on
disk

® Select objects according to the date on which they were created,
last accessed, last backed up, last modified, or last writtem to

tape

In addition, you can also select the saves that you want to restore.
You can begin and end the restore at specific saves, or can select a
particular save of a certain file system aobject. See the section
Selecting the Saves to Restore, which follows, for details of how to
select saves.

Specifying the Pathname: The ARCHIVE RESTORE arguments pathname and
new-pathname enable you to specify the source and target pathnames of
the file system object that you wish to restore. For example:

(K, ARCHIVE_RESTORE BOB>NET NETI2 -MT O -VOLID ALPHA

restores the latest save of file system object BOB>NET as NETR.

You can use wildcards, jiteration, treewalking and name generation with
the pathname.
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¥hen you use wildcards in the pathname, you can also include the
-VERIFY option on the ARCHIVE RESTORE command line. This causes
ARCHIVE RESTORE to prompt you to verify that you wish to restore the
file system objects selected by your wildcard specification.
You can use wildcard options to

e Select only file system objects of a particular type

® Select objects according to when they were created, last
accessed, last backed up, last modified, or last writtem to tape

e Enable or disable verification

For example, by including the wildcard option -DIR, the command

CK, ARCHIVE_RESTORE BOB>PROJ@@ -MT O -VOLID ALPHA -DIR

restores the latest saves of subdirectories in BOB whose names begin
with PROJ.

Treewalking options direct the command to designated objects within a
directory tree. You can only use these options when you include a
wildcard in an intermediate position in the source pathname.

Valid treewalking options are

e -WAIK FROM

e -WAIK TO
For more information about how to use wildcard and treewalking options,
refer to the Prime User’'s Guide and the PRIMOS Commands Reference

Guide. You can also obtain online HELP about how to use these options
with ARCHIVE_RESTORE by issuing the command

(K, ARCHIVE_RESTORE -HELP WILDCARDS

Combining and Replacing File System Objects: You can choose to restore

e Only objects that already exist on disk (-REPLACE)
e Only objects that do not already exist on disk (-COMBINE)

For example:

OK, ARCHIVE RESTORE @@ -MT O -REPLACE
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restores only objects that already exist on disk. The option -REPLACE
thus replaces objects on disk with the tape versions of these objects.
Objects on disk are unchanged if there is not an object with an
identical name on tape, and objects are not restored if there is not an
identically-named object on disk.

The -COMBINE option restores only objects that do not already exist on
disk: it adds new objects to disk. However, if ARCHIVE RESTORE finds
that a top-level directory already exists at the target pathname, it
still allows you to perform the combine operation. The command asks
whether you want to overwrite the directory. If you answer no,
ARCHIVE_RESTORE restores no part of that directory. If you answer yes,
it restores any file system objects that do not already exist in the
disk version of the directory.

Selecting Objects by Dated File Attributes: You can select objects
according to the date when they were

o Iast accessed

e Last backed up

o Created

o ILast modified

e last written to tape
For each of the above events, you can select objects to restore on the
basis of whether the event took place before, on, or after a specified
date.
The ARCHIVE RESTORE options are

® -ACCESSED_AFTER [date] and -ACCESSED BEFCRE [datel

e -BACKEDUP AFTER [date] and -BACKEDUP_BEFCRE [datel

e -CREATED AFTER (date] and -CREATED BEFORE [date]

e -MODIFIED AFTER [date] and -MODIFIED BEFCRE [datel

e -WRITTEN AFTER [date] and -WRITTEN BEFORE [date]
The options suffixed with _AFTER cause ARCHIVE RESTORE to restore only
objects that have been created, last accessed, last backed up, last
modified, or last written to tape on or after the specified date.
The options suffixed with _BEFORE cause ARCHIVE RESTCRE to restore only

objects that have been created, last accessed, last backed up, last
modified, or last written to tape before the specified date.
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Note that these options are not exclusive: you can select objects for
listing on the basis of more than one of the file attributes.

You can specify date in any one of the following formats:

Format Exanple
MM/DID/YY.hh:mm:ss.day-of-week 05/18/86.09:45:00.TUE
YY-MM-ID.hh :mm: ss.day—-of-week 86-05-18.09:45:00.TUE
‘'ID MMM YY hh:mm:ss.day-of-week’ ‘18 MAY 86 09:45:00.TUE’
‘DD MMM YY.hh:mm:ss.day—-of-week’ ‘18 MAY 86.09:45:00.TUE’
where

MM is the month, specified as 1 or 2 digits in the range 01-12
MMM is the month name, identified by its first 3 characters

ID 1is the day, specified as 1 or 2 digits in the range 01-31

YY is the year, specified as 2 digits

hh is the hour, specified as 1 or 2 digits in the range 00-23
mn  is the minutes, specified as 1 or 2 digits in the range 00-59
ss 1is the seconds, specified as 1 or 2 digits in the range 00-59

-of-week is the name of the day, identified by its first 3
characters

|

The date and day-of-week fields default to the current date and day,
while the time fields default to zeroes.

Thus if you do not specify date, it defaults to 00:00 AM TODAY.
In the following example, any object that has been modified before

00:00 AM TODAY is restored from volume BETA. This example uses the
abbreviated name for the -MODIFIED BEFORE option.

(K, ARCHIVE _RESTORE @@ -MT O -VOLID BETA -MDB

As another example, the following command restores, from volume BETA,
any object that has been backed up after 18th May 1986:

COK, ARCHIVE RESTORE @@ -MT O -VOLID BETA -BACKEDUP_AFTER 05/18/86
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Selecting the Saves to Restore

The ARCHIVE _RESTORE default is to start the first save on the mounted
reel, and to continue through to the last save on the reel. However,
command options enable you to

® Begin at a specific save (-FROM_SAVE NUMBER)

® End at a specific save (-TO_SAVE NUMBER)

For example, the command

(K, ARCHIVE RESTORE @@ -MT O -VOLID ARCH1 -FSN 3 -TSN 6

restores objects from saves 3 to 5 inclusive, from volume ARCH1. This
example uses the abbreviated names for the -FROM SAVE NUMBER and
-TO_SAVE_NUMBER options. Note that -TSN specifies save 6. The restore
stops when it reaches this save, and so save 5 is the last save
restored.

Creating an Index

ARCHIVE RESTORE options enable you to create an index of the objects
you restore, and to control the level of information in the index.

Two options are available:
e -INDEX [pathname]
e -INDEX IEVELS [n]

The -INDEX [pathname] option generates an index of all the objects you
restore, unless you modify this by also using the -INDEX_LEVELS option.

When you do not specify pathname, the index is displayed on your
screen. If you do specify a file pathname, the command sends the
listing to the file, instead of displaying it on your screen. If this
file already exists, the index is appended to the end of the file. If
the file is one of the objects that you have selected to restore, you
receive a "File in use" error message, and the index is not saved.

The following example command uses the -INDEX option to display an
index of all the objects you restore from volume ARCH2.

OK, ARCHIVE RESTORE @@ -MT O -VOLID ARCH2 -INDEX
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The next example shows how you can file the index by adding a file
pathname to the -INDEX option. In this example the command would file
the index in ARCH2 IX.

(K, ARCHIVE RESTORE @@ -MT O -VOLID ARCH2 -INDEX ARCH2 IX

Vhen you use the -INDEX option, the ARCHIVE RESTORE default is to index
all the selected objects. You can, however, restrict the index to a
number of levels by including the -INDEX LEVELS [n] option on the
command line, where n is the number of levels that you want to index,
and level 1 is the top level.

You can use the -INDEX LEVELS option in conjunction with +the -INDEX
option, or on its own.

Vhen you use the -INDEX IEVELS option with -INDEX, -INDEX LEVELS
determines the number of levels of the restore that are indexed, and
-INDEX allows you to write the index to a file. The following example
extends the previous example command line by adding the option -IXL 2,
which specifies that you want to index only the top two levels of the
restore. In this example the index would be sent to file ARCH2 IX.

(K, ARCHIVE RESTCORE @@ -MT O -VOLID ARCHR -INDEX ARCHR IX -IXL 2

¥hen you use the -INDEX ILEVELS option on a command line that does not
also include the -INDEX option, -INDEX LEVELS generates an index to the
specified level and displays the index on your screen: you cannot
write the index to a file. For example, the command

CK, ARCHIVE RESTORE @@ -MT O -VOLID ARCH2 -IXL, 2

displays a two-level index of the restore on your screen.

Restoring Files and Directories from Another User’'s Tape

ARCHIVE_RESTCRE assumes that you want to restore files and directories
from your own tape. However, you can restore files and directories
from another user’'s tape if you have the necessary access rights (see
the subsection Preparation, earlier in this chapter). You tell
ARCHIVE_RESTORE the name of the owner by using the -OWNER user-id
option. For example, if you have sufficient acocess and the catalog
directory lS in the default location,the command

CK, ARCHIVE RESTORE @@ -MT O -VOLID ARCH_TOM -OWNER TOM
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restores the latest versions of all the files and directories of wuser
T from volume ARCH TOM.

Controlling Command Queries

The -NO_QUERY option suppresses any command prompts to which a user
response is assumed. If you specify this option, and a situation
arises in which user action is required, the cammand aborts. You
should only use this option if you are confident that no wuser action

will be required.
When you run ARCHIVE RESTORE from either a CPL program or a command

input file, specify the option -TTY if you want to be able to specify
the tape drive number from your terminal at the end of each reel.

Converting Between CAM and DAM Files

Contiguous Access Method (CAM) files were introduced at PRIMOS Rev.20,
to improve the performance of ROAM data management products. It is not
possible to either create or access CAM files via pre-Rev.20 versions
of PRIMOS. ARCHIVE RESTCRE therefore has otions to restore CAM files
as DAM files, and vice versa. The options are

e -CAM RBF, which restores all REF files as CAM files, regardless
of whether they were saved as CAM or DAM files

e -DAM RBF, vwhich restores all REF files as DAM files, regardless
of whether they were saved as CAM or DAM files

For details of how to use ARCHIVE RESTORE to restore RBF files, refer
to the ROAM Administrator’'s Guide.
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Transporting Data:
TRANSPORT

INTRODUCTION

This chapter describes in detail how to use the TRANSPORT command to
save files and directories from disk to tape. It also includes an
overview of the command, and describes the command format and options.

The following paragraphs summarize the chapter contents.
OVERVIEW OF TRANSPORT introduces the TRANSPORT command. It

describes the function of the default command, and summarizes
the command options.

TRANSPORT describes the command format, arguments and options.

HOW TO TRANSPORT DATA explains how to use the TRANSPORT command
to save your files and directories to tape.

USING THE TRANSPORT OPTIONS explains how to use each of the
command options to extend the command’'s functions.
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OVERVIEW OF TRANSPORT

Transporting is a means of sending file system objects from one Prime
site to another on magnetic tape. A TRANSPORT tape can be restored at
any site.

TRANSPORT is similar, but not identical to ARCHIVE. Both commands copy
directories, segment directories, and files from disk to tape. If the
object is a directory, TRANSPORT automatically copies all of its files
and subdirectories. However, unlike ARCHIVE, TRANSPORT does not copy
RBF files. Nor does it create catalogs during a save. Instead,
TRANSPORT stores the information needed for a restore on reel labels
that are invisible to the user. To ensure site security, TRANSPORT
does not record the full pathname of the object it saves: it only
records the object name and the tree structure below the object.

The function of TRANSPORT is to sawve objects in a way that permits
Prime users to restore these objects on another Prime system without
any restriction. TRANSPORT tapes are therefore not as secure as
ARCHIVE tapes. The default TRANSPCRT command writes file system
objects to tape without saving access categories, ACLs or passwords,
ard the only restriction on access to restored objects is then imposed
by the ACLs at the restore point. TRANSPORT has an option,
—SAVE _PROTECTION, that enables you to save access categories, ACLs and
passwords. If you use that option, this security information will
subsequently be restored with the transported files and directories.
However, users who have protect rights at the restore point can reset
ACLs and passwords on restored objects, and can therefore access these
objects freely.

If you want security for your data, or wish to have online catalogs,
use ARCHIVE rather than TRANSPORT.

Saves

Each time you invoke TRANSPORT it creates a unique section on the reel,
and in the corresponding catalog. This section is called a save. The
first save on a tape is save 1, the second is save 2, and SO on.

TRANSPORT always appends new data to the end of a tape, and creates a
new save for the data.

Vhenever you use the TRANSPORT command, you can either add to the same
volume or create a new TRANSPORT volume with a new name. If you add to
the same volume and run out of room on the reel, TRANSPORT asks you to
mount a new reel. The new reel is still part of the same volume.
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Default TRANSPORT Command

You can transport files and directories simply by specifying the object
pathname and the tape drive identifier on the command line. For
example:

CK, TRANSPORT DIR1 -MT O

saves DIR]1 to the tape on MIO.

The default command saves the specified objects to the tape on the
assigned drive.

TRANSPORT Options

Cammand-line options enable you to shape the coammand to meet your
needs. You can

® Specify the name of the TRANSPORT tape you want to use
® Select the file system objects you want to transport

e Specify whether you want to save access categories, ACLs and
passwords

e Create a save index

® Add a remark to a save

e Control the generation of screen prompts
e Validate a save

e Save CAM files to tape as DAM files

e Transport objects to a Rev.19 tape

e Display help text about the command’'s syntax, arguments and
options
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P> TRANSPORT

This section describes the format of the TRANSPORT command,
summarizes the functions of the command-line arguments and options.

The format of the TRANSPORT command is

TRANSPCRT pathname

-MT n [options]

Descriptions of arguments and options follow.

Argunent
pathname

ion

—ACCESSED_AFTER

E=

~ACCESSED_BEFCRE [date]

2

g _BACKEDUP_AFTER [date]

First Edition

[date]

Description

Identifies the location of the objects
on disk that you wish to transport. You
can use wildcards, iteration and
treewalking.

Specifies the unit number n of the drive

on which the reel is mounted. The drive
must be online and assigned to you.

Description

Vrites to tape those objects that were
last accessed on or after the specified
date or, if date is not given, after
00:00 AM today.

VWrites to tape those objects that were
last accessed before the specified date
or, if date is mnot given, Dbefore
00:00 AM today.

Writes to tape those objects that were
last backed up on or after the specified
date or, if date is not given, after
00:00 AM today.

74
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g _BACKEDUP_BEFORE [date]

Writes to tape those objects that were
last backed up before the specified date
or, if date 1is mnot given, before
00:00 AM today.

-CAM_TO_DAM Causes any CAM files among the selected
-CID objects to be written to tape as DAM
files.

—COMPATIBLE VERSION [rev]

-CVN
Specifies that data is to be written to
tape in rev format, where rev identifies
a revision of PRIMOS. The format of rev
is nn or nn.n; for example 19.4. Used in
a post-Rev.19 system to save data to a
Rev.19 tape. This option is invalid if
you transport to a tape that already has
data in post-Rev.19 format. rev defaults
to Rev.19.

—-CREATED AFTER [date]
-CRA

Vrites to tape those objects that were
created on or after the specified date
or, if date is not given, after 00: 00 AM
today.

—-CREATED_BEFORE [date]
—CRB

Writes to tape those objects that were

created before the specified date or, if
date is not given, before 00:00 AM
today .

-HELP Lists the command’'s syntax, arguments
and options. For details of the Help
facilities, refer to Chapter 21, BRMS
HELP.

-INDEX [pathname] Creates an index of all the objects that
are written to tape. If you do not
specify pathname, the index is displayed
on the screen: otherwise it is stored in
pathname, and is not displayed.
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3 -INDEX_LEVELS [n]
-IXL

-MODIFIED AFTER [date]
-MDA

—-AFTER

-MODIFIED_BEFORE [date]
-MDB

—-BEFCRE

i -NO_QUERY

Specifies the number n of levels of a
directory structure that you want to
include in the index, and displays the
index on your screen. You can use this
option with -INDEX pathname, in which
case the index is filed in pathname, and
is not displayed on your screen. The
default value for n is 99.

Specifies the number of levels of the
directory structure that you want to
transport. The command default is to
save all levels.

%

Writes to tape those objects that have
been modified on or after the specified
date or, if date is not given, after
00:00 AM today. If the object is a
directory that does not have a
Date_Time Modified (DIM) on or after
date, the command saves the directory’s
subordinate objects that have been
modified on or after this date.

|

Vrites to tape those objects that have
been modified before the specified date
or, if date is not given, before 00:00
AM today. If the object is a directory
that does not have a Date_Time_Modified
(DTM) before date, the command saves the
directory’s subordinate objects that
have been modified before this date.

Suppresses command prompts when the
user’'s response can be assumed: is used
for unattended operation. If you specify
this option and the command then
requires some user action, the command
aborts.

~REMARK [character string]

First Edition

lets you add a comment to your current
reel each time that you transport data.
The remark can contain a maximum of 80
characters. If spaces are included, you
must enclose the entire character string
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in single quotation marks. If you do not
specify character string, the remark is
a string of blank characters.

—SAVE_PROTECTION Saves security protection information to
—SAVEP tape. The command default is to write
file system objects to tape without
saving access categories, ACLs, or

passwords.
-TTY If you run TRANSPORT fram either a
-T CPL program or a command input file,

this option enables you to specify the
tape drive identifier from your terminal
at the end of each reel.

-VALTDATE Checks the abjects that you save against
-VAL the original objects on disk, and
informs you of any discrepancies as the
save proceeds. -VALIDATE is not a valid
option if you transport to a 60Mb
cartridge tape.

-VERTFY Allows you to confirm the selection of
specific objects when you use wildcards
r in the pathname argument. The command
default is to save every object that

matches the pathname.

-VOLID volume-name Identifies the volume to which you are
going to save objects. You can either
name an unused volume or specify a named
volume. The volume name must be a valid
object name, and can be a maximum of 28

r characters long.

HOW TO TRANSPORT DATA

This section describes how to use the basic TRANSPCRT command to save
files and directories. It includes examples of the screen displays
generated by TRANSPCORT, and consists of the following subsections:

e Preparation describes the preparations needed before you invoke
the TRANSPCRT command

e Transporting a Directory shows how to transport a single
directory

r e Transporting Several Files or Directories explains how to
. transport a number of files and/or directories
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e Transporting All Your Files and Directories explains how to save
all the files and directories at your current attach point

e Transporting to a 60Mb Cartridge Tape describes messages that
you may recelve when you transport to a 60Mb cartridge tape

Note

¥hen you run TRANSPORT, you may receive a phantom logout
message. This message refers to the logging out of a
disk-reader process, and is a normal part of the TRANSPORT
operation. No user action is required.

Preparation

Before you use the TRANSPORT command, determine which files and
directories you want to save. You can transport your own or anyone
else’'s files and directories, provided that you have the correct access
rights, which are

® Read rights for any files you plan to transport

e List and use rights for any directories you plan to transport
To check your access rights, display them with the LIST ACCESS command.
For example:

CK, LIST_ACCESS <SYSDSK>DIR1

lists your rights to <SYSDSK>DIR1.

For more information on the LIST ACCESS command type

CK, HELP LIST ACCESS

Before you invoke TRANSPORT, you must have a tape drive assigned to
you, and there must be a tape mounted on that drive. Remember to
unassign the tape drive when you have completed your  TRANSPORT
operation and removed the last reel from the drive. Chapter 3, USER
CONTROL OF TAPE IRIVES, describes how to assign and unassign a drive.
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Transporting a Directory

This example shows how you can transport a directory called TRAINING to
an TRANSPORT tape. Make sure that you first check your access rights,
assign a tape drive, and mount a reel. TRANSPORT displays messages on
the screen to Kkeep you informed of the progress of the save, as shown

in the following example.

OK, TRANSPCORT TRATNING -MT O

[TRANSPORT Rev. 20.2 .......... ]
*x* Checking mounted reel ***

MTO rewinding.

*xx*x Bogin Save of "TRAINING" ***x
*x*x End Save of "TRAINING" ****
X,

Transporting Several Files or Directories

You can save more than one file or directory at a time by enclosing the
list of objects to be saved in parentheses. In the following example,
a file called NEW_HIRES and a directory TRAINING are transported at the
same time.

OK, TRANSPORT (NEW_HIRES TRAINING) -MT O

[TRANSPORT Rev. 20.2 .......... ]

**x Checking mounted reel ***

MTO rewinding.

*xx* Begin Save of "(NEW_HIRES TRAINING)" ****
**++x End Save of "(NEW_HIRES TRAINING)" ****
mv

Transporting All Your Files and Directories

You can transport the entire contents of your current directory by
using wildcards on the TRANSPORT command line, as shown in the

following example.

CK, TRANSPORT @@ -MT O

[TRANSPORT Rev. 20.2 .......... ]
*** Checking mounted reel ***
MIO .

***¥* Begin Save of "@@" ****
**xxx End Save of "@@" ****

X,
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For more information about wildcards, refer to the section below,
Selecting the Objects to Save.

Transporting to a 60Mb Cartridge Tape

To transport to a 60Mb cartridge tape, use TRANSPCRT in the same ways
as shown above. You may, however, receive additional messages, not
shown in the previous examples.
If the tape drive i1s to begin the save operation at the start of the
tape, you may receive the messages

Tape initializing, please wait ..

Tape initialization complete.

The TRANSPORT procedure then continues as shown in the previous
examples of how to transport files and directories.

USING THE TRANSPORT OPTIONS

This section describes how you can use the TRANSPORT options to shape
the transport function to your needs. It consists of the following
subsections

e Specifying the Volume Name describes how to name an unused
volume, or ensure that the save is made to the correct volume

e Selecting the Objects to Save describes how you can specify that
only certain categories of file system objects are saved

e Saving Security Information describes how to save access
categories, ACLs and passwords associated with the selected file
system objects

® Creating an Index explains how you can create an index of the
objects saved

e Adding a Remark to the Save explains how to add a descriptive
remark about the save to the tape

e Controlling Command Queries describes how to suppress the
generation of those command prompts where the user’s response
can be assumed, and how to make the command interactive when you
Tun TRANSPORT from either a CPL program or a command input file

e Validating the Save describes how you can campare the original
objects on disk with those saved to tape

First Edition 7-10

J



D

TRANSPORT

e Converting CAM to DAM Files shows how to change the format of
RBF files when you transport them

e Moving Objects to a Rev.19 System explains how to transfer file
system abjects to a Rev.19 system

Specifying the Volume Name

The TRANSPORT default is to generate an unnamed tape. If you wish to
give a name to an unused tape, or if you want to ensure that the save
is made to a specific volume, use the -VOLID option on the TRANSPORT
command line. This option specifies the name of the tape. For

example:

OK, TRANSPORT (REPORT1 REPORT2) -MT O -VOLID MYDIRS.TRAN

saves REPORT1 and REPORT2, provided that the reel on MIO is either an
unnamed tape or is part of an existing volume called MYDIRS.TRAN.

Note that if you do not specify a volume name when you first transport
data to a tape, that tape has a name that consists of a series of blank
characters. You cannot subsequently use -VOLID to name the tape
without first releasing it.

Selecting the Objects to Save

This section describes how you can control which file system objects
are saved. There are several methods you can use

e Specify the pathname of the object(s) you wish to save

e Specify the number of lewvels of the directory structure that you
want to save

e Select objects according to the date on which they were created,
last accessed, last backed up, or last modified

Specifying the Pathname: The TRANSPORT argument pathname enables you
to specify the pathname of the file system abject that you wish to
save. For example:

CK, TRANSPCRT BOB>TEST -MT O -VOLID TRANS1

saves file system object BOB>TEST to the reel on MTO.
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You can use wildcards, iterations and treewalking with the pathname.
¥When you use wildcards in the pathname, you can also include the
-VERIFY option on the TRANSPORT command line. This causes TRANSPORT to
prompt you to verify that you wish to transport the file system objects
selected by your wildcard specification.
You can use wildcard options to

e Select only file system objects of one type

® Select objects according to when they were created, last
accessed, last backed up, or last modified

e Enable or disable verification

For example, by including the wildcard option -DIR, the command

CK, TRANSPORT BOB>TEST@@ -MT O -VOLID TRANS1 -DIR

saves, to the reel on MTO, any subdirectories in BOB whose names begin
with TEST.

Treewalking options make the command act on designated objects within a
directory tree. You can only use these options when you include a
wildcard in an intermediate position in the pathname.

Valid treewalking options are

e -WAIK FROM

e -WAIK TO
For more information about how you use wildcard and treewalking
options, refer to the Prime User's Guide and the PRIMOS Commands

Reference Guide. You can also obtain online HELP about how to use
these options with TRANSPORT by issuing the command

CK, TRANSPORT -HELP WILDCARDS

Specifying the Number of Directory Levels: The TRANSPORT default is to
save all levels of the selected directory structure. However, the
-LEVEL n option enables you to specify that the save is to include only
n levels, where 1 is the top level. For example:

OK, TRANSPORT @@ -MT O -VOLID TRANS1 -LEVELS 2

saves only the top two levels of the directory structure.
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Selecting Objects by Dated File Attributes: You can select objects

according to the date when they were
e last accessed
e lLast backed up
o Created
e Last modified

For each of the above events, you can select objects to transport on
the basis of whether the event took place before, on, or after a

specified date.

The TRANSPORT options are

e -ACCESSED AFTER [date] and -ACCESSED BEFORE [date]

e -BACKEDUP_AFTER [date] and -BACKEDUP BEFORE [datel

e -CREATED AFTER [date] and -CREATED BEFCRE [date]

e -MODIFIED AFTER [date] and -MODIFIED BEFORE [date])
The options suffixed with _AFTER cause TRANSPORT to save only objects
that have been created, last accessed, last backed up, or last modified
on or after the specified date.
The options suffixed with _BEFORE cause TRANSPORT to save only abjects
that have been created, last accessed, last backed up, or last modified
before the specified date.

Note that these options are not exclusive: you can select objects to
list on the basis of more than one of the file attributes.

You can specify date in any one of the following formats:

Format Example
MM/DD/YY.hh:mm: ss.day-of-week 05/18/86.09:45:00.TUE
YY-MM-TD.hh :mn: ss.day-of-week 86-05-18.09:45:00.TUE
‘TID MMM YY hh:mm:ss.day-of-week’ ‘18 MAY 86 09:45:00.TUE’
‘DD MMM YY.hh:mm:ss.day-of-week' ‘18 MAY 86.09:45:00.TUE’
where

MM is the month, specified as 1 or 2 digits in the range 01-12

MMM is the month name, identified by its first 3 characters
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is the day, specified as 1 or 2 digits in the range 01-31
is the year, specified as 2 digits
is the hour, specified as 1 or 2 digits in the range 00-23
is the minutes, specified as 1 or 2 digits in the range 00-59
is the seconds, specified as 1 or 2 digits in the range 00-59
-of-week is the name of the day, identified by its first 3
characters

FlEN=BIS

T

The date and day-of-week fields default to the current date and day,
while the time fields default to zeroes.

Thus if you do not specify date, it defaults to 00:00 AM TODAY.
In the following example, any object that has been modified before

00:00 AM TODAY is transported to volume MYFILES.TRAN. This example
uses the abbreviated name for the -MODIFIED_BEFORE option.

CK, TRANSPORT @@ -MT O -VOLID MYFILES.TRAN -MDB

As another example, the following command transports, to volume
MYFILES.TRAN, any object that has been backed up after 18th May 1986

CK, TRANSPORT -MT O -VOLID MYFTLES.TRAN -BACKEDUP_AFTER 05/18/86

Saving Security Information

The TRANSPORT default is to save files and directories without saving
security information, that is, access categories, ACLs, oOr passwords.
If you wish to sawve this security information, include the
—-SAVE_PROTECTION option on your TRANSPCRT command line. This causes
TRANSPORT to save all access categories, ACLs and passwords associated
with the selected objects.

Note, however, that if the recipient has protect rights at the point at
which the TRANSPORT tape is restored, that person can reset any ACLS
and passwords on restored objects. Thus, even if you transport file
system objects and their security information, this does not guarantee
that the objects are secure when they are restored. If you require
greater security, use the ARCHIVE command.
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Creating an Index

TRANSPORT options enable you to create an index of the objects you save
to tape, and to control the level of information in the index.

Two options are available:
e -INDEX [pathname]
e -INDEX LEVELS [n]

The -INDEX [pathname] option generates an index of all the objects you
save, unless you modify this by also using the -INDEX LEVELS option.

When you do not specify pathname, the index is displayed on your
screen. If you do specify a file pathname, the command sends the
listing to the file, instead of displaying it on your screen. If this
file already exists, the index is appended to the end of the file. If
the file is one of the objects that you have selected to transport, you
receive a "File in use" error message, and the index is not saved.

The following example command uses the -INDEX option to display an
index of all the objects you save

CK, TRANSPORT @@ -MT O -VOLID RITA -INDEX

The next example shows how you can file the index by adding a file
pathname to the -INDEX option. In this example the command would file
the index in RITA IX.

(K, TRANSPORT @@ -MT O -VOLID RITA -INDEX RITA IX

Vhen you use the -INDEX option, the TRANSPORT default is to index all
the selected objects. You can, however, restrict the index to a number
of levels by J.nclud.1ng the -INDEX IEVELS [n] option on the command
line, where n is the number of levels that you want to index, and level
1 is the top level.

You can use the -INDEX LEVELS option in conjunction with the -INDEX
option, or on its own.

Vhen you use the -INDEX LEVEIS option with -INDEX, -INDEX LEVELS
determines the number of levels of the save that are indexed, and

—-INDEX allows you to write the index to a file. The following example
extends the previous example command line by adding the option -IXL 2,
which specifies that you want to index only the top two levels of the
save. In this example, the index would be sent to file RITA IX.

(K, TRANSPORT @@ -MT O -VOLID RITA -INDEX RITA IX -IXL 2
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¥hen you use the -INDEX LEVELS option on a command line that does not
also include the -INDEX option, -INDEX LEVELS generates an index to the
specified level and displays the index on your screen: you cannot
write the index to a file. For example, the command

OK, TRANSPORT @@ -MT O -VOLID RITA -IXL 2

displays a two-level index of the save on your screen.

Adding a Remark to the Save

Vhenever you invoke TRANSPORT, you can specify a remark that will be
written to the tape. To do this specify the -REMARK [character string]
option on the command line. The remark can be a maximum of 80
characters, including spaces. If you include spaces in the remark, you
must enclose the entire character string in single quotation marks

...... ‘. The remark is displayed against the save number whenever you
request reel statistics as part of a LIST TAPE command. (See Chapter
25, LISTING A TAPE: LIST TAPE, for an example display of reel
statistics.)

For example, you might want to add a remark such as New PRIMOS. The
following example command adds this remark to a save of file system
object FILE3. The tape name is TESTS.

CK, TRANSPORT FILE3 -MT O -VOLID TESTS -REMARK 'New PRIMOS'

If you do not specify a character string, the remark is a string of
blank characters: the effect is exactly the same as if you had not
used the -REMARK option.

Note that you cannot change a save’s remark.

Controlling Command Queries

The -NO_QUERY option suppresses any command prompts to which a user
response is assumed. If you specify this option, and a situation
arises in which user action is required, the command aborts. You
should therefore only use this option if you are confident that no user
action will be required. If you run TRANSPORT from either a CPL
program or a command input file, specify the option -TTY to display on
your screen any command prompts for additional tape drives or reels.
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Validating the Save

You can compare the original objects on disk with those written to tape
by including the -VALIDATE option on the TRANSPCRT command line. You
receive a warning message if TRANSPORT finds discrepancies between the
disk and tape objects.

Notes

¥hen you use the -VALIDATE option, the sawve takes noticeably
longer.

The  TRANSPORT command modifies a file’'s DTA
(Date_Time_Accessed) attribute, and -VALIDATE therefore does
not pick up discrepancies in the DTA field.

The -VALIDATE option is not supported if you transport data to
a 60Mb cartridge tape.

Converting CAM to DAM Files

Contiguous Access Method (CAM) files, were introduced at PRIMOS Rev.20,
to improve the performance of ROAM data management products. It is not
possible to either create or access CAM files using pre-Rev.20 versions
of PRIMOS, and TRANSPCRT therefore has an option, -CID, to write CAM
files to tape as DAM files.

For example, the command

CK, TRANSPORT @@ -MT O -VOLID TRANS1 -CID

saves your current directory to volume TRANS1, and writes any CAM files
as DAM files.

Moving Objects to a Rev.19 System

The TRANSPORT command allows you to save objects to tape in Rev.19
format, so that you can subsequently restore these objects to a Rev.1l9
system. Note, that TRANSPORT and TRANSPORT RESTORE do not handle REBF
files. If you wish to restore RBF files, you must use the archive
functions.

Use the TRANSPORT —-CVN option to convert data to Rev.19 format when you
perform the save. -CVN either appends files to a Rev.19 tape or
creates a new Rev.19 tape. You cannot use -CVN to save to a
post-Rev.19 tape: mixed format is invalid.
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The complete procedure to move objects to a Rev.19 system is
1. Issue the TRANSPORT command with the -CVN option. For example:

OK, TRANSPORT REPCRTS -MT O -VOLID R19_TAPE -CVN 19

saves REPORTS to volume RI1O_TAPE, writing REPORTS in Rev.19
format.

2. Run TRANSPORT RESTCRE on the Rev.19 system to restore REPORTS
from R19_TAPE to disk.
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Restoring a

Transport Tape:

TRANSPORT __
RESTORE

INTRODUCTION

This chapter describes in detail how to use the TRANSPCORT_RESTORE
command to restore files and directories fram tape to disk. It also
includes an overview of the command, and describes the command format

options.
The following paragraphs summarize the chapter contents.

OVERVIEW OF TRANSPORT RESTORE introduces the TRANSPORT RESTORE
command. It describes the function of the default command, and
summarizes the command options.

TRANSPORT RESTCRE describes the command format, arguments and
options.

HOW TO RESTORE DATA explains how to use TRANSPORT_RESTORE to
restore files and directories from a TRANSPORT tape.

USING THE TRANSPCRT RESTORE OPTIONS explains how to use each of
the command options to extend the command’s functions.
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OVERVIEW OF TRANSPORT RESTORE

TRANSPORT_RESTCRE restores directories and files saved to tape by the
TRANSPORT command. You can restore objects from any TRANSPORT tape if
these objects have been saved with the default TRANSPORT command: Do
access rights are required. However, if the TRANSPORT command that
saved the objects to tape included the -SAVE PROTECTION option,
TRANSPORT RESTORE restores ACLs, access categories and passwords. This
protection may prevent you from restoring the objects, or you may not
be able t0 access newly-restored objects until you reset the ACLs and
passwords. To reset ACLs and passwords, you need protect rights at the
restore point.

You can choose to restore the entire contents of a TRANSPORT tape,
several objects, or only a single abject.

When you invoke TRANSPORT RESTORE you must specify the tape object that
you wish to restore. You must use the same name as that on the
TRANSPORT tape: if you are uncertain of the tape contents, run
LIST TAPE on the tape.

TRANSPORT_RESTORE always restores the selected objects to your current
attach point, unless you also specify a new pathname on the command
line. The new pathname allows you to restore objects to another attach
point, or to rename them as they are restored.

Default TRANSPORT_RESTCORE Command

You can restore transported objects by specifying only the object name
and the tape drive identifier on the command line. For example:

OK, TRANSPORT_RESTORE REPORTS -MT O

restores the object REPORTS from the tape on drive MIO.

The default TRANSPORT RESTORE command restores specified objects from
the tape mounted on the specified drive. It begins the restore from
the first save on the tape, and continues to the last save, unless you
tell the command not to continue searching for further saves. Objects
are restored to your current attach point, and have the same name as on

tape.
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r TRANSPORT_RESTORE Options

Command-line options enable you to shape the command to meet your
needs. You can

e Specify the volume and/or the reel from which you want to
restore abjects

® Select categories of file system objects that you want to
restore

e Select which saves you wish to restore
e Create a restore index
r- e Control the generation of screen prompts

e Display help text about the command’'s syntax, arguments and
options

P> TRANSPORT RESTORE

This section describes the format of the TRANSPORT RESTCRE command, and
r summarizes the functions of the command-line arguments and options.

The format of the TRANSPORT RESTORE command is

TRANSPORT RESTORE pathname [new-pathname] -MT n [options]

Descriptions of the arguments and options follow.

‘v Argument Description
pathname Identifies the objects on tape that you

wish to restore. Also called the source
pathname. You can use wildcards,

iteration and treewalking.

new-pathname Identifies the pathname of the objects

when restored to disk. Also called the

target pathname. This allows you to

rename an object as it is restored,

and/or to place the object in a location

other than your current attach point.

You can use name generation with

new-pathname. If you do not give a new

r pathname, the object restored is copied

‘ into your current attach point, and has
the same name as on tape.
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-MT n Specifies the unit number n of the drive
on which the reel is mounted. The drive
must be online and assigned to you.

ion Description
-ACCESSED AFTER [datel
—ACA

Restores those objects that were last
accessed on or after the specified date
or, if date is not given, after 00: 00 AM
today.

—-ACCESSED_BEFCRE [date]
-ACB

Restores those objects that were last
accessed before the specified date or,
if date is not given, before 00:00 AM
today.

-BACKEDUP_AFTER [date]

-BKA
Restores those objects that were last
backed up on or after the specified date

or, if date is not given, after 00: 00 AM
today.

-BACKEDUP_BEFCRE [date]i
—Bk
Restores those objects that were last

backed up before the specified date or,
if date is not given, before 00:00 AM

today.
-COMBINE Only restores objects that do not
-COMB already exist on disk.

—CREATED AFTER [date]

Restores those objects that were created
on or after the specified date or, if
date is not given, after 00:00 AM today.
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—CREATED BEFORE [date] g

Restores those objects that were created
before the specified date or, if date is
not given, before 00:00 AM today.

-FSN Values for n are 1-255. The command
default is to begin at the first save on
the reel. This option is not valid when
you restore from a 60Mb cartridge tape

drive.

-FROM_SAVE NUMBER ng Starts the restore at save number n.

-HELP Lists the coomand’'s syntax, arguments
and options. For details of the Help
facilities, refer to Chapter 21, BRMS
HELP.

-INDEX [pathname] Creates an index of all the objects that
are restored to disk. If you do not
specify pathname, the index is dlsplayed
on the screen: otherwise it is stored in
pathname, and is not displayed.

~INDEX_LEVELS [n] Specifies the number n of levels of a

directory structure that you want to
index, and displays the index on your
screen. You can use this option with
-INDEX pathname, in which case the index
is filed in pathname, and is not
displayed on your screen. The default
value for n is 99.

-MODIFIED AFTER [datel

-MDA

—-AFTER
Restores those objects that have Dbeen
modified on or after the specified date
or, if date is not given, after 00:00 AM
today. If the object is a directory that
does not have a Date_Time Modified (DTM)
on or after date, the command restores
the directory’'s subordinate objects that
have been modified on or after this
date.

-MODIFIED BEFORE [date]

-MDOB

-BEFORE
Restores those objects that hawve been
modified before the specified date or,
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-REEL n

-REPLACE

-TSN

-VOLID volume—name

First Edition
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if date is not given, before 00:00 AM
today. If the object is a directory that
does not have a Date Time_Modified (DIM)
before date, the command restores the
directory’'s subordinate objects that
have been modified before this date.

Suppresses command prompts when the
user’'s response can be assumed: is used
for unattended operation. If you specify
this option and the command then
requires some user action, the command
aborts.

Specifies the reel from which to restore
objects. Default value for n is 1, amd
the command default is to restore all
reels of a tape in sequence.

Only restores those objects that already
exist on disk.

Ends the restore when save number n is
reached, and does not restore from save
n. Values for n are 1-255. The command
default is to continue to the end of the
tape volume. This option is not valid
when you restore from a 60Mb cartridge

drive.

If you run TRANSPORT RESTCORE from either
a CPL program or a command input file,
this option enables you to specify the
tape drive identifier from your terminal
at the end of each reel.

Allows you to confirm the selection of
specific objects when you use wildcards
in the pathname argument.

Identifies the tape volume from which
objects are to be restored. The volume

name must be a valid object name, and
can be a maximum of 28 characters long.
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-WRITTEN_AFTER [datel

Restores only those aobjects that were
written to the tape on or after date or,
if date is not given, after 00:00 AM
today. If the object is a directory anmd
was not written to tape on or after the
given date, the command restores the
directory’s subordinate abjects written
to tape on or after this date.

-WRITTEN_BEFORE [date]

Restores only those objects that were
written to tape before date or, if date
is not given, before 00:00 AM today. If
the object is a directory and was not
written to tape before the given date,
the command restores the directory's
subordinate objects writtem to tape
before this date.

HOW TO RESTORE DATA

This section describes how to use the basic TRANSPORT RESTORE command
to restore files and directories. It includes examples of the screen
displays generated by TRANSPORT RESTCRE, and consists of the following
subsections:

e Preparation describes the preparations needed before you invoke
TRANSPCRT _RESTORE

e Restoring an Transported File or Directory shows how to restore
a single file or directory

® Restoring Several Files or Directories explains how to restore a
number of files and/or directories

e Restoring All Your Files and Directories shows how to restore
all your files and directories from tape

Pre@ation

Before you use the TRANSPORT RESTORE cammand, you should determine
which files and directories you want to restore. If you do not already
know the contents of the tape, use the LIST TAPE command: this is
described in Chapter 25, LISTING A TAPE: LIST TAPE. Before you invoke
TRANSPORT_RESTORE, you must have a tape drive assigned to you, and
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there must be a tape mounted on that drive. Remember to unassign the
tape drive when you have completed your TRANSPORT RESTCRE operation and
removed the last reel from the drive. Chapter 3, USER CONTROL OF TAPE
IRIVES, describes how to assign and unassign tape drives.

Restoring a Transported File or Directory

To restore individual files or directories you specify the name by
which they were transported onto tape: the LIST TAPE command shows

these names. To restore a file within a transported directory, specify
its pathname.

In the following example a file FILE3 is restored from a transported
directory DIRECTORY1l. The tape volume is PETER.TRANS. This restore
would place a copy of FILE3 in your current attach point.

CK, TRANSPORT _RESTORE DIRECTORY1>FILE3 -MT O

[TRANSPORT_RESTCRE Rev. 20.2 .......... ]
*¥*x%x details of tape loaded *****
Tape name : "PETER.TRANS" Tape reel number : 1

Save number on tape: 1

Save number on tape: 2

Do you wish to continue search (type "YES","NO" or "QUIT") ? mo
X,

The TRANSPORT RESTORE command works interactively. When you invoke the
command it first displays the name of the mounted tape. It then reads
through the saves on the tape until it finds the object you want to
restore. In this example, DIRECTORY1 is the second save on the tape.
¥hen FILE3 is restored, TRANSPORT RESTORE asks if you wish to look for
other copies of FILE3. If you type no, the restore terminates, as in
the example. If you type yes, TRANSPORT RESTORE continues the search,
and prompts you when you have to mount another reel. The process
continues until there are no more copies of the abject, or you have
terminated the search. VWhen the search has ended and the object is
restored, TRANSPORT RESTORE returns you to PRIMOS.

Note that if you had included the -NO_QUERY option on the command line,
TRANSPORT RESTORE would have restored the latest save of FILE3 without
prompting you to continue the search for the next save.

In the above example, the restored object has the same name on disk as

on tape. You can, however, rename an object as it is restored. In the
next example a file called TEST.FIN is restored and renamed TESTING.

First Edition 8-8

J J



YD

9

TRANSPORT_RESTORE

(K, TRANSPORT RESTORE TEST.FIN TESTING -MT O

[TRANSPORT_RESTORE Rev. 20.2 .......... ]
¥*¥xxx details of tape loaded *****
Tape name : "PETER.TRANS" Tape reel number : 1

Save number on reel: 1
Do you wish to continue search (type "YES","NO" or “QUIT") ? no
X,

This example places the file TEST.FIN in your current directory as
TESTING. TRANSPORT RESTORE asks if you want to search for more copies
of TEST.FIN: in this example the user has responded no. However, you
can type y or yes to search for more copies. To continue the above
example, the screen display might appear as shown below.

Do you wish to continue search (type "YES","NO" or "QUIT") ? yes
Save number on reel : 2

Save number on reel : 3

Save number on reel : 4

"<DSK2>CHRIS>TESTING" already exists, do you wish to overwrite it
with "TEST.FIN" ? y

Do you wish to continue search (type "YES", "NO" or "QUIT") ? y
End of volume label read

***x*x Bnd restore of "TEST.FIN" **x

X,

Here TRANSPORT_RESTORE searches saves 2 and 3 before it finds a copy of
file TEST.FIN in save 4. The user requests TRANSPORT RESTCRE to
overwrite TESTING with the tape object TEST.FIN, and to continue the
search for further copies of TEST.FIN. There are no other copies and
the restore terminates. In this example the tape volume only spans a
single reel. If there is more than one 1re€l in a volume,
TRANSPORT RESTORE prompts you to mount the next reel when it has
searched the current reel.

Restoring Several Files or Directories at Once

You can restore more than one file or directory at a time by placing
the list of objects to be restored in parentheses. In the following
example the directory DIRECTCRY1 and the file TEST.FIN are restored at
the same time.

TRANSPORT _RESTORE asks whether to continue the search after it has
restored DIRECTCRYl. The answer yes restores the file TEST.FIN.
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OK, TRANSPORT RESTCRE (DIRECTORY1 TEST.FIN) -MT O

[TRANSPORT_RESTORE Rev. 20.2 .......... ]

MTO rewinding.

¥xkx* details of tape mounted *****

Tape name : "TRANS.N" Tape reel number : 1

Save number on reel : 1

**x* Begin restore of "(DIRECTORY1 TEST.FTIN)" **xx

Do you wish to continue search (type "YES","NO" or "QUIT") ? yes
Do you wish to continue search (type "YES","NO" or "QUIT") ? no
**xx End restore of "(DIRECTORY1 TEST.FTN)" **xx

(X,

If you had included the -NO QUERY option on the command line,
TRANSPCRT_RESTORE would have restored both DIRECTORY1 and TEST.FIN
without asking whether to continue the search.

Restoring an Entire TRANSPORT Tape

The following example command would enable you to restore either the
partial or the entire contents of a TRANSPORT tape:

CK, TRANSPORT RESTCRE @@ -MT O

In this example the command would check the reel mounted on MIO, and
restore the first object of the first save. TRANSPORT RESTORE would
display the name of the object, then ask whether you wish to continue
with the restore. To terminate a restore, you answer no or quit, and
to continue with the restore, you answer yes.

As long as you respond with yes to the prompt to continue the restore,
TRANSPORT_RESTORE would repeat this process for each successive save on
the tape.

If you know beforehand that you want to restore every object on the
tape, include the -NO QUERY option on the command line. This
suppresses the TRANSPORT RESTORE prompts, and the command automatically
restores each object.

The following example shows how you can restore an entire TRANSPORT
tape from the first save on the reel, to the last: the tape volume
spans only one reel. It also shows how you can use the -INDEX option
to track the progress of the restore. TRANSPORT_RESTORE displays
details such as the volume name and the reel number, then reads and
restores each save. When the restore ends, TRANSPORT RESTORE returns
you to PRIMOS level.

The tape statistics, which appear at the end of the listing, include
information about the tape density, the number of read errors from
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which the command has recovered, and the number of files saved. The
tape statistics also specify the meximum block size. However, this is
a fixed aspect of the software, and has no special significance for
your restore.

(K, TRANSPORT RESTORE @@ -MT O -INDEX

[TRANSPORT_RESTORE Rev. 20.2 .......... ]

MTO rewinding.

*xxx*x details of tape mounted *****

Tape name : CFILES.TRANS Tape reel number : 1
TRANSPORT RESTCRE index of tape CFILES.TRANS

Generated by user CHRIS on 17 Jun 87 14:06:48 Wednesday

Save number on reel : 1

**xx Begin restore of "@@" ****

X %k % %k I‘eel 1 * X Xk X

¥¥x* gaye number 1 ****

Sam <DSK4>CHRIS>TEST.FIN

Do you wish to continue search (type "YES","NO" or "QUIT") ? yes
Save number on reel : 2

% Xk Xk %k %k save n-lmr 2 % Xk % X %k

acl dir <DSK4>CHRIS>DIRECTORY1

Sam <DSK4>CHRIS>DIRECTORY1>GUILE
sam <DSK4>CHRIS>DIRECTORY1>CPU
sam <DSK4>CHRiS>DIPE(II(RY1 >APPB
sam <DSK4>CHRIS>DIRECTORY1>BOCK

Do you wish to continue search (type "YES","NO" or "QUIT") ? yes
End of volume label read

% % X X X TaoIB Statistics X XK % XK K
tape density : 1600 bpi, maximum block size : 5141 words
total number of recovered errors in this sawve/restore : O
total number of files saved/restored : 43
total number of blocks saved/restored ¢ 163

¥*x* End restore of "@@" ****
X,
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USING THE TRANSPORT RESTORE OPTIONS

This section describes how you can use the TRANSPORT RESTORE options to
shape the restore function to your needs. It consists of the following
subsections:

e Specifying the Volume and/or Reel to Restore explains how to
specify the volumes and/or reels from which the selected objects
are to be restored

® Selecting the Objects to Restore describes how you can specify
that only certain categories of file system objects are restored

® Selecting the Saves to Restore shows how you can restore only
selected saves

¢ Creating an Index explains how you can create an index of the
objects restored

e Controlling Command Queries describes how to suppress the
generation of those command prompts where the user’'s response
can be assumed, and how to make the command interactive when you
Tun TRANSPORT RESTORE from either a CPL program or a command
input file

Specifying the Volume and/or Reel to Restore

The command default is to search the mounted reel for the objects
specified by the pathname argument. To ensure that the restore is only
made from a particular volume, use the -VOLID option on the command
line. This option specifies the name of the TRANSPORT tape. For
example:

CK, TRANSPORT RESTORE PROJECTS -MT O -VOLID GUY

only restores PROJECTS from volume GUY. If this volume did not have a
version of PROJECTS, TRANSPORT RESTORE would inform you of this, and
return you to PRIMOS.

You can also restrict the restore to a specific reel by using the -REEL
option on the command level. The following example restores objects
from reel 3 of GUY.

0K, TRANSPORT RESTORE @@ -MT O -VOLID GUY -REEL 3

If reel 3 were not mounted on MTO, you would be prompted to mount the
correct reel.
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Selecting the Objects to Restore

This section describes how you can control which file system abjects
are restored. There are several methods you can use

e Specify the source and target pathnames of the object(s) you
wish to restore

e Select objects according to whether or not they already exist on
disk

e Select objects according to the date on which they were created,
last accessed, last backed up, last modified, or last writtem to

tape

You can also select saves that you want to restore. You can begin and
end the restore at specific saves, or can select a particular save of a
certain file system object. For details of how to select saves, refer
to the section Selecting the Saves to Restore, later in this chapter.

Specifying the Pathname: The TRANSPORT _RESTORE arguments pathname and
new-pathname enable you to specify the source and target pathnames of
the file system abject that you wish to restore. For example:

(X, TRANSPORT RESTORE <DSK2>BOB>NET NET.TRAN -MT O —-VOLID TRAN1

restores saves of file system object <DSKR>BOB>NET as NET.TRAN.

You can use wildcards, iteration, treewalking and name generation with
the pathnames.

Vhen you use wildcards in the pathname, you can also include the
-VERIFY option on the TRANSPORT RESTCRE command line. This causes
TRANSPCRT_RESTCRE to prompt you for werification that you wish to
restore the file system objects selected by your wildcard
specification.
You can use wildcard options to

e Select only file system objects of one type

® Select objects according to when they were created, last
accessed, last backed up, last modified, or last written to tape

e Enable or disable verification

For example, by including the wildcard option -DIR, the command

(K, TRANSPORT RESTORE <DSK2>BOB>NET@@ -MT O —VOLID TRAN1 -DIR

restores subdirectories in BOB whose names begin with NET.
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Treewalking options make the command act on designated objects within a
directory tree. You can only use these options when you include a
wildcard in an intermediate position in the source pathname.

Valid treewalking options are

e -WALK FROM

e -WAIK TO
For more information about how you wuse wildcard and treewalking
options, refer to the Prime User's Guide and the PRIMOS Commands

Reference Guide. You can also obtain online HELP about how to use
these options with TRANSPORT RESTCRE by issuing the command

(K, TRANSPORT RESTORE -HELP WILDCARDS

Combining and Replacing File System Objects: You can choose to restore

e Only objects that already exist on disk (-REPLACE)
e Only objects that do not already exist on disk (-COMBINE)

For example:

CK, TRANSPORT RESTORE @@ -MT O -REPLACE

restores only objects that already exist on disk. The option -REPLACE
thus replaces objects on disk with the tape versions of these objects.
Objects on disk are unchanged if there is not an object with an
identical name on tape, and objects are not restored if there is not an
identically-named object on disk.

The -COMBINE option restores only objects that do not already exist on
disk: it adds new objects to disk. However, if TRANSPORT RESTORE
finds that a top-level directory already exists at the target pathname,
it still allows you to perform the combine operation. The command asks
whether you want to overwrite the directory. If you answer no,
TRANSPCRT RESTORE restores no part of that directory. If you answer
yes, it restores any file system objects that do not already exist in
the disk wversion of the directory.

Selecting Objects by Dated File Attributes: You can select objects
according to the date when they were

o last accessed
e Last backed up
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e Created

e lLast modified

e Last written to tape
For each of the above events, you can select objects to restore on the
basis of whether the event took place before, on, or after a specified
date.
The TRANSPORT_RESTORE options are

® -ACCESSED_AFTER [date] and -ACCESSED_BEFORE [datel

e -BACKEDUP_AFTER [date] and -BACKEDUP_BEFORE [datel

e -CREATED AFTER [date] and -CREATED BEFORE [datel

e -MODIFIED AFTER [date] and -MODIFIED BEFORE [datel

e -WRITTEN AFTER [date] and -WRITTEN BEFORE [date]
The options suffixed with _AFTER cause TRANSPCRT RESTORE to restore
only objects that have been created, last accessed, last backed up,
last modified, or last written to tape on or after the specified date.
The options suffixed with _BEFORE cause TRANSPORT RESTORE to restore
only objects that have been created, last acocessed, last backed up,
last modified, or last writtem to tape before the specified date.

Note that these options are not exclusive: you can select objects to
list on the basis of more than one of the file attributes.

You can specify date in any one of the following formats:

Format Example
MM/TD/YY.hh:mm: ss.day-of-week 05/18/86.09:45:00.TUE
YY-MM-DD.hh :mm: s .day-of-week 86-05-18.09:45:00.TUE
‘D MMM YY hh:mm:ss.day-of-week’ ‘18 MAY 86 09:45:00.TUE’
‘DD MMM YY.hh:mm:ss.day-of-week’ 18 MAY 86.09:45:00.TUE’
vhere

MM is the month, specified as 1 or 2 digits in the range 01-12
MMM is the month name, identified by its first 3 characters

ID is the day, specified as 1 or 2 digits in the range 01-31
YY 1is the year, specified as 2 digits

hh is the hour, specified as 1 or 2 digits in the range 00-23
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mn  is the minutes, specified as 1 or 2 digits in the range 00-59

ss is the seconds, specified as 1 or 2 digits in the range 00-59

day-of-week is the name of the day, identified by its first 3
characters

The date and day-of-week fields default to the current date and day,
while the time fields default to zeroes.

Thus if you do not specify date, it defaults to 00:00 AM TODAY.

In the following example, any object that has been modified before

00:00 AM TODAY is restored from volume TRAN. This example uses the
abbreviated name for the -MODIFIED BEFORE option.

(K, TRANSPORT_RESTCRE @@ -MT O -VOLID TRAN -MDB

As another example, the following command restores, from volume TRAN,
any object that has been backed up after 18th May 1986:

OK, TRANSPORT _RESTORE @@ -MT O -VOLID TRAN -BACKEDUP_AFTER 05/18/86

Selecting the Sawves to Restore

The TRANSPORT RESTORE default is to begin at the first save on the
mounted reel, and to continue through to the last save on the reel.
However, command options enable you to

® Begin at a specific save (-FROM_SAVE NUMBER)

e End at a specific save (-TO_SAVE NUMBER)

For example, the command

CK, TRANSPORT_RESTORE @@ -MT O -VOLID TRANS1 -FSN 3 -TSN 6

restores objects from saves 3 to 5 inclusive, from volume TRANSI.

This illustrates how you can wuse abbreviated names for the
-FROM_SAVE NUMBER and -TO_SAVE NUMBER options. Note that -TSN in this
example specifies save 6. The restore stops when it reaches this save,
and so save 5 is the last save restored.
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Creating an Index

TRANSPORT RESTORE options enable you to create an index of the objects
you restore, and to control the level of information in the index.

Two options are available:
e -INDEX [pathname]
e -INDEX IEVELS [n]

The -INDEX [pathname] option generates an index of all the objects you
restore, unless you modify this by also using the -INDEX LEVELS option.
When you do not specify pathname, the index is displayed on your
screen. If you do specify a file pathname, the command sends the
listing to the file, instead of displaying it on your screen. If this
file already exists, the index is appended to the end of the file. If
the file is one of the objects that you have selected to restore, you
receive a "File in use" error message, and the index is not saved.

The following example command uses the -INDEX option to display an
index of all the objects you restore from volume ROY

CK, TRANSPCRT RESTCRE @@ -MT O -VOLID ROY -INDEX

The next example shows how you can file the index by adding a file
pathname to the -INDEX option. In this example the command would file
the index in ROY_IX.

CK, TRANSPORT RESTORE @@ -MT O -VOLID ROY -INDEX ROY_IX

Vhen you use the -INDEX option, the TRANSPORT RESTORE default is to
index all the selected objects. You can, however, restrict the index
to a number of levels by including the -INDEX LEVELS [n] option on the
command line, where n is the number of levels that you want to index,
and level 1 is the top level.

You can use the -INDEX LEVELS option in conjunction with the -INDEX
option, or on its own.

V¥hen you use the -INDEX LEVELS option with -INDEX, -INDEX LEVELS
determines the number of levels of the restore that are indexed, and
-INCEX allows you to write the index to a file. The following example
extends the previous example command line by adding the option -IXL 2,
which specifies that you want to index only the top two levels of the
restore. In this example, the index would be sent to file ROY IX.

CK, TRANSPORT RESTORE @@ -MT O -VOLID ROY -INDEX ROY IX -IXL 2
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When you use the -INDEX IEVELS option on a command line that does not
also include the -INDEX option, -INDEX LEVELS generates an index to the
specified level and displays the index on your screen: you cannot
write the index to a file. For example, the command

CK, TRANSPORT RESTCRE @@ -MT O -VOLID ROY -IXL 2

displays a two-level index of the restore on your screen.

Controlling Command Queries

The -NO QUERY option suppresses any command prompts to which a user
response is assumed. If you specify this option, and a situation
arises in which wuser action is required, the command aborts. You
should therefore only use this option if you are confident that no user
action will be required.

Vhen you run TRANSPORT RESTORE from either a CPL program or a command

input file, specify the option -TTY if you want to be able to specify
the tape drive number from your terminal at the end of each reel.
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Overview of System
Backups

INTRODUCTION

This chapter provides an overview of the methods by which you can back
up and restore your system. The following paragraphs outline the
contents of the chapter.

TYPES OF BACKUP summarizes the types of backup that you can
meke. It explains the concepts of logical, physical, full, and
incremental backups.

RESTORING DATA FROM BACKUPS outlines the circumstances under
which you may need to restore data, and explains the concepts
of partial and partition restores.

SUMMARY OF THE SYSTEM BACKUP AND RESTORE UTILITIES surmarizes
the functions of the utilities that you can use to back up and
restore data.
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TYPES OF BACKUP

¥hen you back up file system objects, you copy them to disk or tape,
and hold the copies (backups) offline. The System Adminstrator usually
sets a schedule for backups, and the factors that you should consider
when you organize a schedule are discussed in Chapter 10, DEFINING A
BACKUP STRATEGY.

It is helpful to categorize backups on the basis of whether they are
® Made to disk or tape
® Organized in physical or logical format on the backup medium
e Full or incremental
Table 9-1 lists the commands that you can use for physical and logical

backups to disk and tape. It also lists the commands that you use to
restore the backups.

Table ©-1
Backup and Restore Utilities

Backup Restore
Disk-to-disk, physical COPY_DISK COPY_DISK
Disk-to-disk, logical COPY COPY
Disk-to-tape, physical PHYSAV PHYRST
Disk-to-tape, logical BACKUP BACKUP_RESTORE
Disk-to-tape, logical MAGSAV MAGRST

For details of how to use the backup utilities, refer to the chapters
and appendices listed below.

e BACKUP is explained in Chapter 12, LOGICAL SAVE TO TAPE: BACKUP
e PHYSAV is explained in Chapter 14, PHYSICAL SAVE TO TAPE: PHYSAV

e COPY_DISK is explained in Chapter 16, PHYSICAL COPY BETWEEN
DISKS: COPY_DISK

e COFY is explained in Chapter 17, LOGICAL COPY BETWEEEN DISKS:
COPY

® MAGSAV is explained in Appendix H, USING MAGSAV FOR SYSTEM
BACKUPS
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Physical and Logical Backups

A physical Dbackup is one in which the backup utility copies the
contents of an entire physical disk partition exactly as they appear on
disk, without regard to the logical structure of the data. In a
logical backup, the utility copies logical entities from disk, so that
each file system object is saved as a separate unit.

Full and Incremental Backups

A full backup saves all the objects you have selected on the command
line. When you make an incremental backup to tape, the backup utility
only saves those file system objects that have changed since the most
recent backup. You can also make incremental saves to disk with the
COPY command after you have made a full backup to either tape or disk.
However, COPY does not recognize the Date Time Backed-up (DIB)
attribute that BACKUP sets. Nor does COPY itself set a backed-up
attribute. When you run COPY to supplement the BACKUP or COPY_DISK
utilities, you therefore have to specify -MODIFIED AFTER date on the
QOPY command line, where date is the time and date of the previous full
or incremental backup.

You can only make an incremental save when you run a logical backup
utility: incremental saves are not possible in a physical backup.

RESTORING DATA FROM BACKUPS

You need to restore file system objects when either user error or
hardware failure has caused their loss. You should use the most recent
backup of these objects. so that only changes made since this backup
are lost. TUsually., the effort required to Treinstate recent
modifications is considerably less than that needed to recreate all the
lost data.

There are two types of restore: partial restores and partition
restores. In a partial restore, you restore specific files and
directories. Typically, you require partial restores to recover from
such user errors as the accidental overwriting or deletion of a file.
In a partition restore, you restore an entire partition. Most often,
you need to restore entire partitions to recover from a hardware
failure. such as a head crash.

For details of how to use the restore utilities, refer to the chapters
and appendices listed below.

e BACKUP_RESTCRE is explained in Chapter 13, RESTORING A BACKUP
TAPE: BACKUP_RESTORE.

e PHYRST is explained in Chapter 15, RESTORING A  PHYSAV
TAPE: PHYRST.
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e C(OPY_DISK is explained in Chapter 16, PHYSICAL COPY BETWEEN
DISKS: OOPY_DISK.

e COPY is explained in Chapter 17, LOGICAL COPY BETWEEN
DISKS: QOPY.

e MAGRST is explained in Appendix I, USING MAGRST TO RESTORE
SYSTEM BACKUP TAPES.

SUMMARY OF THE SYSTEM BACKUP AND RESTORE UTILITIES

This section summarizes the functions of the system backup and restore
utilities. For a discussion of how to decide which utilities to wuse,
refer to Chapter 10, DEFINING A BACKUP STRATEGY. To find out how to
use a particular utility, refer to the appropriate chapter in Part IV,
SYSTEM BACKUPS: OPERATION.

Disk-to—disk Utilities

There are two disk-to-disk utilities: QCOPY DISK and COPY.

The COPY_DISK utility enables you to copy disk partitions to other disk
partitions. It makes physical copies of partitions, and you can use it
to both back up and restore data.

The OOPY utility is available to all users who wish to copy files and
directories, and is not primarily a system backup utility. However,
operators can also use OOPY during system maintenance activities to
back up and restore individual files and directories.

Disk-to-tape Utilities

For disk-to-tape backup and recovery, use

® BACKUP and BACKUP_RESTORE

e PHYSAV and PHYRST

© MAGSAV and MAGRST
The MAGSAV and BACKUP utilities both perform logical backups to tape.
They allow you to make full and incremental backups. To restore
objects saved by MAGSAV, use MAGRST; and to restore objects saved by
BACKUP, use BACKUP_RESTORE.

The PHYSAV wutility enables you to perform a physical backup to tape.
When you want to restore a partition saved with PHYSAV, use PHYRST.
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Defining a Backup
Strategy

INTRODUCTION

This chapter gives guidance about when and how to carry out backups.
It is for System Administrators who have yet to decide on a backup
strategy, and for those Administrators who want to reconsider the
suitability of their current approach to backups.

The following paragraphs outline the contents of each of the sections
in this chapter.

TYPES OF BACKUP describes physical and logical backups. It
discusses the relative merits of each, and the types of system
for which each is most appropriate.

MAXIMIZING THE PERFORMANCE OF BACKUP UTILITIES describes ways
in which you can obtain the best performance from the backup
utilities. This section is relevant both to System
Administrators who already run one of these utilities and to
Administrators who have yet to decide on a strategy. A
consideration of the procedures and peripheral devices required
to maximize the performance of the backup utilities may
influence your decision about which utility to use.

SCHEDULING BACKUPS explains how careful scheduling of your
backups can both improve the speed of your backups and minimize
any inconvenience to system users.
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RETAINING YOUR BACKUPS discusses how long you should retain
each backup disk or tape, and where you should keep them. To
get the best out of your backups, it is important that your
backup disks or tapes are available when you need them.

LOGGING BACKUPS suggests that you keep a record of your
backups.

SELECTING YOUR BACKUP STRATEGY summarizes the aspects of your
system that you should assess before you make a decision about
your backup strategy. This section brings together the general
backup information from the preceding sections, and applies it
to example company profiles to suggest appropriate backup
strategies for their systems.

WARNING

The tape capacities and data transfer rates quoted in
this chapter are only approximate average figures. In
practice, there are too many variables for there to be
an average system. You must, therefore, only use the
quoted tape capacities and data transfer rates to make
broad comparisons between the backup utilities. There
is no guarantee that you will obtain on your system any
of the performance figures quoted in this chapter. Note
also that the backup times quoted do not include the
time that operators take to change reels.

TYPES OF BACKUP

This section describes physical and logical backups to disk and tape.
It discusses their relative merits and the circumstances under which
each is most appropriate.

Your choice of backup utility affects considerably the time that your
system backups take, and thus the impact wupon wusers. There are,
however, ways in which you can influence both the performance of the
backup utilities and the impact of your backups upon sSystem users.
These ways are described in the sections MAXIMIZING THE PERFORMANCE OF
BACKUP UTILITIES and SCHEDULING BACKUPS, below.

You may find that you need to use a mix of backup utilities, or that
one is sufficient.

Physical Backups

Physical backups make an exact copy of the contents of a partition.
File system objects are spread across the backup medium (disk or tape)
in exactly the same way as on the source partition.
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If you have related files spread across several partitions, for example
ROAM master and slave files, you must back up all partitions that hold
the related files, to ensure the files remain a logically consistent
set.

Physical backups are faster than logical backups, for a given amount of
data, and are thus especially useful when you want to back up large
amounts of data.
There are two physical backup utilities
e PHYSAV saves physical disk partitions to tape.
® (OPY DISK saves physical disk partitions to other physical disk
partitions.

PHYSAV: Physical backups to tape are a relatively cheap way of backing
up large volumes of data quickly.

The smallest unit that you can save is a partition: you cannot make
incremental physical saves to tape. Conversely, you cannot restore
individual files and directories that users have accidentally deleted
from disk. Typically, therefore. physical backups to tape are used for
maximum speed, and so that you can recover the data in the event of a
disk crash.

Using a 6250 bpi tape, it usually takes between 30 minutes and one hour
to back up a full 300Mb disk, the length of time depending largely on
the processor. A restore takes approximately the same time as the
backup.

COPY DISK: Disks are an expensive backup medium when compared with
tapes. Disks also need more careful handling and storage. However, if
you want to back up large volumes of data as quickly as possible, and
also want to restore individual objects, then disk-to-disk backups are
appropriate.

Physical backups to disk enable you to both recover from disk crashes
and restore accidentally deleted files. To restore lost files from a
backup disk created by COPY_DISK, use the OOPY command. To restore
entire partitions from the backup pack, use COPY_DISK. Disk backups
also have the advantage of being immediately available, because you can
access objects direct from the backup disk. When you make backups to
tape, you must restore the entire partition back to disk before users
can access objects on the partition.

It usually takes between 30 minutes and one hour to copy a full 300Mb
disk, the length of time depending largely on the processor.

You can make incremental backups to a backup disk by using the COPY

command with the -MODIFIED AFTER date option, where date specifies the
date and time of the most recent backup.
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Logical Backups

Logical backups copy each file system object from disk as separate
logical entities, and allow you to restore individual files and
directories.

There are two logical backup utilities
® BACKUP saves file system objects from disk to tape.

e COPY copies file system objects between disks.

BACKUP: BACKUP provides a flexible way to back up your data to tape.
It saves file system objects to tape in such a way that you can restore
either individual objects or the contents of an entire partition.
There is security against unauthorized use of the BACKUP wutility, and
the System Administrator should set up a predefined privileged group
called .BACKUP$, whose members are authorized to invoke BACKUP.  For
full details of BACKUP, refer to Chapter 12, LOGICAL SAVE TO
TAPE: BACKUP.

Full logical backups to tape are slower than physical backups to tape,
for a given amount of data. It takes approximately 36 minutes to save
300Mb of data if you run BACKUP on a Prime 9955, and use a 6250 bpi
tape. On a Prime 2450, the same save takes approximately two hours.

You can reduce the total time needed to keep your system backed up by
making incremental 1logical saves. Your backup cycle could, for
example, consist of daily incremental backups and a weekly full backup.

An incremental backup only saves file system objects that have changed
since the last backup. The potential saving offered by incremental
backups is therefore dependent upon the rate of change of the data on
the system, and the regularity with which you back up your system: if
a large proportion of the data changes between each incremental backup,
you will not save much time by performing incremental backups.

In summary, BACKUP combines much of the flexibility of COPY_DISK, with
the ease-of-use and lower cost of tape backup. It is valuable for
backing up systems where the speed of a COPY DISK backup is not a
critical requirement, but you need to be able to restore individual

As an alternative to BACKUP, you can use MAGSAV, which also performs
logical backups

COPY: The COPY utility enables you to make incremental backups to
disk, to supplement full backups made with either the COPY_DISK or
BACKUP utilities. However, COPY does not recognize the
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Date_Time Backed-up (DIB) attribute that BACKUP sets. Nor does COPY
itself set a Dbacked-up attribute. You therefore have to include the
-MODIFIED AFTER date option on the COPY command line, where date is the
time and date of the previous full or incremental backup.

You can also use QOPY to restore individual files and directories from
a COPY_DISK backup of a partition.

MAXTMIZING THE PERFORMANCE OF BACKUP UTILITTES

This section gives guidance on the backup procedures and hardware that
maximize the performance of the backup utilities.

Backup Procedures

The BACKUP, PHYSAV and COPY_DISK utilities run best on lightly-loaded
systems. In the case of BACKUP no more than 20% of the CPU should be
taken by other processes while BACKUP is running. Ideally you should
close the entire system to users before you begin the backup. To
improve the performance of these utilities, while minimizing the
inconvenience to users, you should therefore consider scheduling the
backups for off-peak hours. For more information about the benefits of
careful scheduling, refer to SCHEDULING BACKUPS, later in this chapter.

BACKUP runs more slowly when it has to save heavily fragmented file
structures. When you use a partition for a long time without logically
restoring the contents, it is likely that the files on the partition
will become heavily fragmented. It may be worthwhile to make a logical
save and restore of all the objects on such a partition, to tidy up the
partition and speed up subsequent backups of objects on the partition.
You will probably find that the easiest way to do this is to

o Use TRANSPORT to save all the partition objects to tape
e Run MAKE on the partition
o Restore the partition objects with TRANSPORT RESTCRE

You could also tidy up a ©partition by wusing the sequences
BACKUP - MAKE - BACKUP_RESTCRE, or COPY_DISK - MAKE - COPY.

Hardware Configurations

This section makes recommendations about the tape drives that you
should use for disk-to-tape backups, and about disk drives. There are
no recommendations about CPUs: if other relevant factors remain
constant, the speed of your backups increases when you run them on a
more powerful system.
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Tape Drives on High-end Systems: If you use a high-end machine (a
Prime 9655 or higher), you should use a 6250 bpi tape drive, to
maximize data throughput and tape capacity. The greater tape capacity
enables you to minimize the number of reel changes you have to make
during the backup.

¥When you run BACKUP, the capacity of a 2400 foot, 6250 bpi tape, is
approximately 110Mb for a typical file structure. This means that a
full 300Mb disk would require 3 reels. The Dbackup would take
approximately 36 minutes on a Prime 9955. A typical file structure is
one with a mix of large and small files. If you back up a small number
of large files, the tape capacities will probably be greater than those
quoted here, and if you back up a large number of small files the tape
capacities will probably be less. For example, when you run BACKUP to
save large files, the capacity of a 2400 foot, 6250 bpi tape, could
increase to approximately 140Mb, and the speed of the backup would also
increase. Conversely, if you save a high proportion of small files,
the capacity of a 2400 foot, 6250 bpi tape could fall to approximately
50Mb

The capacity of a 6250 bpi PHYSAV tape is approximately 150Mb. To save
a full 300Mb disk, you would therefore require two reels.

Tape Drives on Low-end Systems: If you run a low-end system, such as
the 2655, and have a streamer tape drive, you should normally use the
drive on its 3200 bpi setting to maximize data throughput and tape
capacity. Table 10-1, below, gives recommended speed and density
settings for streamer tape drives.

¥hen you run BACKUP, the capacity of a 8200 bpi streamer tape is
approximately 40Mb for a typical file structure. This can rise to
approximately 7OMb if you save a small number of large files, and fall
to approximately 15Mb if you save a lot of small files. A full 300Mb
disk, with a typical file structure, would probably require eight reels
and take approximately two hours to back up.

¥hen you run PHYSAV, the capacity of the 3200 bpi streamer is
approximately 65Mb, and you would require five reels to back up a full
300Mb disk.

Disk Drives: The speed of your disk drives is not always a key factor
in the speed O0f your backups, but it is likely that faster drives will
improve backup performance. The extent of any improvement will,
however, be dependent upon such factors as the type of Prime machine,
the structure of the data you back up, the backup utility, and the
peripheral devices you use.

When you use disk-to-disk backups, you can speed up the backup
procedure and minimize the inconvenience to users by having a free disk
drive for the backup pack. If you follow the backup strategy of not
closing the entire system to users, the additional drive means that you
avoid having to close down the partitions on the backup drive.
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Table 10-1
Recommended Speed and Density Settings for
Streamer Tape Drives

Utility Settings Usage

Speed Density

(ips) (bpi)
BRMS 50 3200 For optimal capacity and
(BACKUP, speed. (Tapes not compatible
ARCHIVE) with ANSTI or IBM
BRMS 25 1600 For transporting data to sites
TRANSPORT which do not support 3200 bpi

50 3200 For transporting data to sites

which do support 3200 bpi
(optimal capacity and speed)

MAGSAV 50 3200 For optimal capacity and speed
MAGRST
PHYSAV 100 1600 For optimal speed
PHYRST
PHYSAV 50 3200 For optimal tape capacity
PHYRST

Note

On drives other than streamer tape drives, use the highest
density that the drive supports when you run backups, and use
1600 bpi when you transport data.
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SCHEDULING BACKUPS

The section above, MAXIMIZING THE PERFORMANCE OF BACKUP UTTILITIES,
describes some of the factors that you have to consider when you
schedule your backups. The BACKUP utility, for example, performs best
when there are no other users on the system, and performance can be
degraded when you run BACKUP in a multi-user enviromment. You should
therefore attempt to schedule such backups for a time when you can
remove the system from service without inconveniencing users.
Similarly, COPY_DISK performs much better in a lightly loaded system,
and you should try to schedule COPY_DISK backups accordingly. It may
be that you have to perform the backups out of working hours. If some
partitions are less active at certain times of the day, take this into
account when you schedule backups.

In addition to the above considerations about the availability of
system resources, you have to consider such factors as the volume of
data, its rate of change, and value. You do not want to make
unnecessary backups, but neither do you want to have data that is not
backed up if its loss would be critical to your users.

If your system data changes very rapidly, you may need to run backups
every day. If a disk crashes, users have to reenter any data input
since the last backup. Thus the more often you make backups, the more
data you can recover after a disk crash.

You may find that data usage on your system justifies a mix of full and
incremental logical backups. For example, if the rate of data change
is low over the system as a whole, but high on a few directories or
files, it would be appropriate to perform full backups of the owverall
system, with more regular incremental backups to keep the high-activity
files up to date. For example, you might do a full backup every
Monday, and incrementals every Tuesday, Wednesday, Thursday and Friday.

If your data changes only slowly, it could be appropriate to make a
full backup only, at weekly or longer intervals.

RETAINING YOUR BACKUPS

This section discusses how long you need to retain your tape or disk
backups, and where you should keep them.

It is a good idea to retain three generations of backups, and to keep
each backup in a separate place. When you make a new backup, rotate
the three generations and delete the oldest version. You should keep
the most recent backup in an easily accessible place: this is the
backup that you wuse if you need to restore data. Ideally, you should
keep the intermediate backup in a secure, fireproof location somewhere
in the same building, and place the oldest copy off-site.

You can use ARCHIVE to archive inactive files that you might need at
some time in the future. In that case, the life of the archived data
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is indefinite: retain the archive tapes for as long as the archived
data may be useful.

Note
Do not retain any tape for longer than a year, because after
that time tapes begin to deteriorate. You should regularly

transfer your data to new tapes, to be sure of being able to
read the data when you need it.

LOGGING BACKUPS

After you have adopted a backup strategy, it is a good idea to record
the backup procedures in the system log book. It is also advisable to
record in the log book the details of each backup and any problems that
the operator has encountered during a backup.

SELECTING YOUR BACKUP STRATBEGY

This section helps you select the backup strategy that is most
appropriate to your system requirements. It presents four example
systems, and suggests the backup strategy that would be most
appropriate in each example.

Assessing Your System Requirements

You must analyse your system before you can decide on your best backup
strategy. This section lists the factors that you should quantify, as
closely as possible, when you make this analysis. You should assess
the

e Total volume of data that you have to secure against loss

e Proportion of the data that changes between backups

e Time you have available for performing backups

® Availability and experience of your operations staff
An assessment of the above factors will give you a good basis on which
to make a Jjudgement about the type of backups you should use, and how

you should schedule them. The following examples suggest backup
strategies for four types of system.
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Example 1

The following example is of an imaginary financial services company.
It runs a large transaction processing (TP) application on a Prime
9955. The system has about 7Gb of data, including a 5Gb database.
About 5% of the database changes each day. The company uses
after-imaging with DBEMS, to roll the database forward to the last
completed transaction. The operations staff are experienced, and are
employed specifically to perform operations tasks. A scheduled
downtime of up to eight hours per day is acceptable.

An appropriate backup strategy for this type of system would be

e Daily physical save of the database, using PHYSAV or COPY_DISK

® Weekly full logical save of the non-database files, using BACKUP

e Daily incremental backup of the non-database files, using BACKUP
The daily physical save would take approximately seven hours, using
either PHYSAV or COPY_DISK. It would require approximately 50 reels,

or 23 300Mb disks. The full and incremental logical backups would take
approximately two hours and ten minutes respectively.

To meximize the speed of the PHYSAV operation, the system should have
at least two high-speed, high-density tape drives. There should also
be a free disk drive on the system: this speeds up a physical restore
from either disk or tape, and also improves the speed of COPY_DISK

backups.
The performance of BACKUP could be improved by having the files for the

backups on the same part of the system, rather than having them spread
thinly across many partitions.

Example 2
The following example is of an imaginary engineering company that runs
a CAD system on a Prime 9750. There are several CAD databases,
totalling approximately 1.2Gb, and they change by 5% a day. There are
a small number of operations staff, but they are experienced.
An appropriate backup strategy for this type of system would be

® VWeekly full logical backup, using BACKUP

e Daily incremental backup, using BACKUP
The full backup would take approximately two hours, and require nine

reels. The incremental backups would take approximately ten minutes,
and require half a reel.
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The system should include a high-speed, high-density tape drive, to
maximize the speed of the backup.

Example 3

The following example is of an imaginary small advertising company that
runs a Prime Information application on a Prime 2450, and uses a 60Mb
cartridge tape drive for backups. The total volume of data on the
system is about 300Mb, 2% to 5% of which changes each day. Computer
expertise amongst the staff is low. The operators who perform the
backups are inexperienced, and do not specialize in computer operation
tasks.

An appropriate backup strategy for this system would be
o Weekly full backup, using BACKUP
e Daily incremental backup, using BACKUP

The full backup would take approximately two hours, and require five
cartridges. The incremental backups would each take approximately ten
minutes, and take up a quarter of a cartridge.

An alternative approach would be to perform a full backup every day.
This would simplify the backup and restore procedures for inexperienced

operators.

Example 4

The following example is of an imaginary university that uses a Prime
9650 system for both teaching and general administration. There are a
large number of users, and most of the files on the system are small.
The total volume of data is about 3.6Gb, and approximately 5% of the
data changes each day. Operations staff are experienced.

An appropriate backup strategy for such a system would be
® Weekly full logical backup, using BACKUP
e Daily incremental backups, using BACKUP

The full backup would take approximately seven hours and require 30
reels. Each incremental backup would take approximately 30 minutes and

require one reel.

An alternative strategy for such a system would be to perform a
physical backup of the system each day, using PHYSAV. This would take
approximately two hours and require 25 tapes. However, logical
restores would be difficult, and it would take approximately two hours
to recover even one small file.
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System Preparation
Procedures

INTRODUCTION

This chapter describes how to prepare the system before you back up or
restore data, or repair disk partitions. These activities are referred
to collectively as system maintenance tasks.

The following paragraphs outline the contents of each of the sections
in this chapter.

WHY YOU NEED A SYSTEM PREPARATION PROCEDURE introduces the
system preparation procedures, and explains why you need such
procedures.

CHOOSING A SYSTEM PREPARATION PROCEDURE discusses the factors
that you must consider when you decide what preparation
procedure to adopt for your backups and restores: you can
close either the entire system to users or Jjust individual

partitions.

CLOSING THE SYSTEM TO USERS describes the procedure you must
follow to close the system to users, and to return the

to service after you have performed your system maintenance
tasks (backups, restores, or partition repairs).

CLOSING A PARTITION TO USERS describes the procedure to close a
partition to users, and to return it to service after you have
finished your system maintenance tasks.

11-1 First Edition



DATA BACKUP AND RECOVERY GUIDE

Note that the explanations of how to close either the system or a
partition to users do not describe how to back up or restore data, or
repair a partition. For details of how to back up and restore data,
refer to Part IV, SYSTEM BACKUPS: OPERATION. For information about how
to repair disk partitions, refer to the manual Operator’'s Guide to File
System Maintenance.

WHY YOU NEED A SYSTEM PREPARATION PROCEDURE

The system preparation procedures provide a protected environment
within which you can maintain your system without risk of unwanted
intrusion from system users. For example, you must ensure that users
cannot change a partition while you back up that partition, nor change
the target partition while you perform a restore. If users reference a
partition that you are either backing up or restoring, inconsistencies
may result or data might be lost

CHOOSING A SYSTEM PREPARATION PROCEDURE

There are two system preparation procedures
e Taking the entire system out of service
e Taking a partition out of service

¥hen you take an entire system out of service, users cannot access any
of the disk partitions, but you can perform all your system maintenance
tasks. If you only close down selected partitions, the remaining
partitions remain in use. This lessens the inconvenience to system
users, but also slows down your system maintenance activities.

To decide which procedure to follow, you need to know

e Which partitions will be affected directly by your system
maintenance activity

e Vhich partitions have users’ origin directories

® Vhich partitions contain information that is crucial to the
typical running of the system

e VWhich partitions hold the command device (OOMDEV), paging device
(PAGDEV), and alternate paging device (ALTDEV)

Remember that if you do not have a free drive, COPY_DISK requires you
to remove the pack normally mounted on your backup drive. You must
close down the partitions on this pack, as well as the partition that
you back up.
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You should close the entire system to users if the partitions affected
by your system maintenance hold

® Many user’'s origin directories (20% or more of the system users)
e Information accessed by most of the users on the system
e The command device, paging device, or alternate paging device

If the partitions do not fall into any of these categories, you may be
able to carry out your system maintenance work adequately by only
closing down the partitions directly affected by your work. However,
the backup utilities run much more efficiently if the system is lightly
loaded, or closed entirely to users. Such considerations may lead you
to close down the system even if this is not necessitated by the
contents of the partitions. For a discussion of the ways in which the
rerformance of the backup utilities can be maximized, refer to Chapter
10, DEFINING A BACKUP STRATEGY.

Before you begin either of the system preparation procedures, you

should make a note of the physical device numbers and names of all the
partitions that you are going to back up, restore, or repair.

CLOSING THE SYSTEM TO USERS

This section describes how to close down the entire system to users,
and is applicable to all the system backup and restore utilities.

Unless otherwise specified, perform the following steps at the
supervisor terminal.

1. Inform users of the impending shutdown by issuing a series of
messages. The first message should give users plenty of
advance notice of the shutdown. For example:

CK, MESSAGE
SYSTEM CLOSING DOWN AT 18:00 HOURS TODAY

K, MESSAGE ALL -NOW -FORCE
SYSTEM CIOSTNG DOWN IN 5 MINUTES - PLEASE 1OG OUT
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2. Prevent new users from logging in, and begin shutting down the
subsystems. For example:

CK, MAXUSR O

CK, PROP PRO -STOP
X

X

, FTOP —STOP_SRVR FTP
, BATCH -STOP

If you have any Jjobs running, you may want to shut them down
yourself, to ensure a tidy shutdown.

Wait until
e A BATCH -STATUS command shows no jobs running

e All the spooler phantoms log themselves out (indicated
by messages to the supervisor terminal)

e All the FIS servers log themselves out (indicated by
messages to the supervisor terminal)

3. Remind users about the impending shutdown.

4. Log out all users:
CK, LOGOUT ALL

5. Remove partitions from service, in the following ways,
according to the utility you intend to use.

BACKUP: Set priority access on the partition you want to back
up:

K, SPAC diskname user-id:ALL $REST:NONE

If you do not already have all access to top-level directory
BACKUP*, set priority access by issuing the command

(K, SPAC diskname user-id:ALL

where diskname is the name of the partition that holds BACKUP*.
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BACKUP_RESTORE: Set priority access on the partition you want
to restore:

(K, SPAC diskname user-id:ALL $REST:NONE

If you do not already have all access to top-level directory
BACKUP*, set priority access by issuing the command

K, SPAC diskname user-id:All

where diskname is the name of the partition that holds BACKUP*.

QOPY: Set priority access on the partition that you want to
back up or restore. The backup partition is handled as part of
the specific COPY procedure, described in Chapter 17, LOGICAL
COPY EETWEEN DISKS: COPY.

(K, SPAC diskname user-id:ALl $REST:NONE

PHYSAV and PHYRST: Shut down the partitions that are to be
backed up, or restored, and add them to the Assignable Disks
Table. Do this by issuing the following commands for each

partition:

OK, DISKS pdev

OOPY_DISK: Shut down the partition that you want to back up or
restore, and all partitions on the disk pack, if there is one,
in the backup drive. Do this by issuing the following command
for each partition:

Chapter 16, PHYSICAL COPY BETWEEN DISKS: COPY DISK, describes
when to assign source and target partitions to the Assignable
Disks Table.
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6. It may be more convenient to run the backup or restore from a
user terminal. Issue the MAXUSR command and log into a user
terminal close to the tape and disk drives.

K, MAXUSR
K, LOGIN user-id

7. If you intend to run BACKUP from the supervisor terminal, and
have therefore not issued the MAXUSR command at step 6, you
must issue the command

K, MAXUSR 1

8. Follow the procedures that are specific to the backup or
recovery utility. These procedures require you to assign (and
later to unassign) tape and disk drives. You may also have to
remove disk packs, and replace them with new packs. For
details of the steps you have to take, and for the command
lines, refer to the appropriate chapters in Part IV, SYSTEM
BACKUPS: OPERATION.

You can operate from either the supervisor terminal or the user
terminal you logged into at step 6.

9. Vhen you have completed your backup or restore, continue
according to the backup/recovery utility you have used.
Perform this and the remaining steps at the supervisor
terminal .

BACKUP: Remove priority access to the backup partition (set at
step 5) by issuing the REMOVE PRIORITY ACCESS (RPAC) command.

CK, RPAC diskname

If you also set priority access to the partition that holds
BACKUP*, restore normal access to this partition by issuing the
cammand

OK, RPAC diskname
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BACKUP_RESTORE: Use the REMOVE_PRIORITY ACCESS command to
restore normal access to the partitionms.

CK, RPAC diskname

If you also set priority access to the partition that holds
BACKUP*, restore normal access t0 this partition by issuing the
command

(K, RPAC diskname

PHYSAV and PHYRST: Remove the partitions from the Assignable
Disks Table, and make them available to users by issuing the
following commands, at the supervisor terminal, for each

partition:

(K, DISKS NOT pdev
CK, ADDISK pdev

COPY_DISK: Return to service the partitions that you shut down
at step 5 by issuing the following command, at the supervisor
terminal, for each partition:

OK, ADDISK pdev

Chapter 16, PHYSICAL COPY BETWEEN DISKS: COPY_DISK, describes
when to remove disks from the Assignable Disks Table.

COPY: Use the REMOVE PRICRITY ACCESS command to restore normal
access to the partitions.

K, RPAC diskname

Start up the subsystems from the supervisor terminal. For
example:

CK, BATCH -START

CK, PROP PRO -START

CK, FTOP —START MNGR

CK, FIOP -START SRVR FTP
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11.

12.

If you did not issue the MAXUSR command at step 6, you must now
allow users to log in.

CK, MAXUSR

Issue a message advising users that the system is back up. For
example:

CK, MESSAGE ALL -NOW -FORCE
SYSTEM IS NOW UP AND RUNNING - PLEASE LOGIN

CLOSING A PARTITION TO USERS

If you have decided to close one or more partitions to users, and not
to take the entire system out of service, follow the steps below.
These steps are applicable to all the system backup and restore
utilities.

Unless otherwise specified, carry out all these steps at the supervisor
terminal.

1.

Inform users of the impending shutdown by issuing a series of
messages. The first message should give users advance notice
of the shutdown. For example:

CK, MESSAGE
PARTITIONS <DSK1> AND <DSK3> CLOSING DOWN AT 14:00 HOURS
TODAY

(K, MESSAGE ALL -NOW —FORCE
PARTTTIONS <DSKI> ARD <DSK3> CLOSING DOWN IN 1 MINUTE

Remove the partitions from service, meke them available for use
again and set priority access. Do this in the following ways,
according to the backup/recovery utility that you intend to
use.

BACKUP: Remove users from the backup partition and set
priority access by issuing the following commands:

CK, SHUTDN
OK, ADDISK pdev; SPAC diskname user-id:ALL $REST:NONE
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If you do not already have all access to the top-level
directory BACKUP*, set priority access by issuing the command

K, SPAC diskname user-id:ALL

where diskname is the name of the partition that holds BACKUP*.

BACKUP_RESTCRE: Issue the following commands for each
partition that you want to restore:

CK, SHUTIN
OK, AIDISK pdev; SPAC diskname user-id:ALL $REST:NONE

If you do not already have all access to the top-level
directory BACKUP*, set priority access by issuing the command

CK, SPAC diskname user-id:ALL

where diskname is the name of the partition that holds BACKUP*.

PHYSAV, PHYRST: Issue the following commands for each disk
partition:

CK, SHUTDN
K, DISKS pdev

COPY_DISK: Shut down the partitions that you want to back up
or restore, and all partitions on the disk pack, if there is
one, in the backup drive. Do this by issuing the following
cammand for each partition:

(K, SHUTDN pdev

Chapter 16, PHYSICAL COPY BETWEEN DISKS: COPY _DISK, describes
when to add the partitions to the Assignable Disks Table.

QOPY: Issue the following commands for each disk partition:

(K, SHUTDN pdev
OK, ADDISK pdev; SPAC diskname user—id:ALL $REST:NONE
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It may be more convenient to run the backup or restore
operation from a user terminal. If you wish to do so, log into
a terminal:

K, LOGIN user-id

Choose a terminal close to the tape and disk drives.

Perform the procedures that are specific to the backup/recovery
command. These procedures require you to assign (and later to
unassign) tape and disk drives. You may also have to remove
disk packs, and replace them with new packs. For details of
the steps you have to take and of the command lines, refer to
the appropriate chapters in Part IV, SYSTEM BACKUPS: OPERATION.

You can perform all the procedures from either the supervisor
terminal or the user terminal that you logged into a step 3.

¥hen you have completed your backup or restore, return to
service the disk partitions you closed at step 2. Do this in
the following ways, according to the backup/recovery utility
that you have used. Issue the commands from the supervisor
terminal .

BACKUP: Remove priority access to the backup partition (set at
step 2), by issuing the command

0K, RPAC diskname

If you also set priority access to the partition that holds
BACKUP*, restore normal access to this partition by issuing the
command

X, RPAC diskname

BACKUP_RESTORE: Issue the following command for each partition
taken out of service at step 23:

X, RPAC diskname

If you also set priority access to the partition that holds
BACKUP*, restore normal access to this partition by issuing the
command

K, RPAC diskname
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PHYSAV, PHYRST: Issue the following commands for each
partition you tock out of service at step 2:

OK, DISKS NOT pdev
OK, ADDISK pdev

QOPY DISK: Issue the following command for each partition you
took out of service at step 2:

CK, ADDISK pdev

Chapter 16, PHYSICAL COPY BETWEEN DISKS: COPY_DISK, describes
when to remove disks from the Assignable Disks Table.

COPY: Issue the following command for each partition you took
out of service at step 2:

CK, RPAC diskname

Issue a message, fram the supervisor terminal, to inform users
that the partitions are avajlable. For example:

CK, MESSAGE -ALL -NOW
PARTTTIONS DSK1 AND DSK3 ARE NOW AVATLABLE
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Logical Save to Tape:
BACKUP

INTRODUCTION

The BACKUP command enables operators to perform system backups to tape,
and to save individual files and directories. This chapter explains
how to use BACKUP. It also gives an overview of the command, and
describes the command format and options.

The following paragraphs summarize the chapter contents.

OVERVIEW OF BACKUP introduces BACKUP. It explains catalogs and
saves, describes which file attributes are set by BACKUP,
describes the function of the default command, and summarizes
the command options.

BACKUP describes the command format, arguments and options.

HOW TO BACK UP FILES AND DIRECTORIES describes the preparations
for a backup, and the step-by-step BACKUP procedure.

INVOKTNG BACKUP describes example command lines that execute

e Full backups

e Incremental backups

e Saves of individual files and directories
It also describes additional messages that you may receive when
you back up to a 60Mb cartridge tape drive.

12-1 First Edition, Update 1



DATA BACKUP AND RECOVERY GUIDE

USING BACKUP OPTIONS explains how to use the command options to
extend the command’'s functions.

OVERVIEW OF BACKUP

You can use BACKUP to make either a full or an incremental backup. A
full backup copies to tape all file system objects selected by the
BACKUP command line. An incremental backup saves only objects modified
since the last back up.

To invoke BACKUP, you must be a member of the predefined privileged
group .BACKUP$, unless you intend to run the entire backup from the
supervisor terminal, in which case user SYSTEM must be a member of
.BACKUP$. If you are not a member of .BACKUP$ and you want to use
BACKUP, contact your System Administrator.

Access rights to the backup partition are set during the backup
procedure. The section HOW TO BACK UP FILES AND DIRECTORIES later in
this chapter explains what access rights you require and when you must
set them.

You can back up an object from any attach point.

You can run the entire backup from the supervisor terminal. However,
it is sometimes faster and more convenient to carry out as much as
possible of the backup procedure from a user terminal. The section
BACKUP Procedure, later in this chapter, explains which terminal to use
at each stage of the procedure.

Catalogs

The first time you use BACKUP, it automatically creates catalogs in the
directory MFD>BACKUP*>CATS*. BACKUP* and CATS* must exist before you
begin the backup. Each catalog in CATS* describes one BACKUP volume.
BACKUP names the catalog by adding the suffix .CAT to your name for the
volume. For example, if your BACKUP session saves files to a volume
that you name TOM, BACKUP creates the catalog TOM.CAT.

BACKUP handles catalogs by echoing your actions. If you create a new
volume, BACKUP creates a new catalog. If you append to a current
volume, BACKUP appends to the catalog for that volume. You can read
the contents of your catalogs at any time by using the command
LIST CATALOG (see Chapter 24, LISTING A CATALOG: LIST CATALOG).
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Saves

During a backup session, the BACKUP command creates a unique section on
the reel and in the corresponding catalog for the data. This section
is called a save. The first save on a tape is save 1, the second is
save 2, and sO on. BACKUP always appends new data to the end of a
volume. The catalog records the pathnames of the objects backed up at
each save, and you can display this information by running the
LIST CATALOG command.

Whenever you use the BACKUP command. you can choose to either add to
the same volume or create a new BACKUP volume with a new name. If you
add to the same volume and run out of room on the reel, BACKUP asks you
to mount a new reel. The new reel is still part of the same volume.

Setting Attributes

When BACKUP saves objects to tape, it sets the file system attribute,
Date _Time Backed-up, (DTB). VWhen you request an incremental backup.
the command compares an object’'s DIB with its Date_Time Modified (DIM),
and saves only those objects modified since the last backup.

How BACKUP Handles ROAM Files

A ROAM file is made up of entries in one or more related segment
directories. At minimum, the file has at least one entry, entry O, in
the master segment directory. However a ROAM file may consist of a
master file and several slave files located throughout the file system.
In that case BACKUP saves the master file, then locates and saves its
associated slave files. ROAM files that have their after imaging set
to ON are saved during a full backup, but not during an incremental
backup.

For details of how to back up ROAM files, refer to the ROAM
Administrator’'s Guide.

Default BACKUP Command

You can save objects simply by specifying their pathname, the drive
identifier and the volume name on the command line. For example:

OK, BACKUP @@ -MT O -VOLID IAN

backs up all the objects at your current attach point to volume IAN, on
drive MTO.
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The default BACKUP command creates and appends information about the
save to the catalog for the tape identified by -VOLID: in the above
example the catalog would be called IAN.CAT.

See the sections HOW TO BACK UP FILES AND DIRECTORIES and INVOKING
BACKUP, later in this chapter, for detailed information about how to
back up files and directories.

BACKUP Options

Command-line options enable operators to shape the command to meet
their needs. You, the operator, can

Specify that you want to perform an incremental backup
Select the categories of file system objects to save
Create a save index

Suppress the generation of a catalog

Add a remark to a save

Control the generation of screen prompts

Validate a save

Save CAM files to tape as DAM files

Save objects to a Rev.19 tape

Display help text about the command’'s syntax, arguments and
options

P BACKUP

This section describes the format of the BACKUP command, and summarizes
the functions of the command-line arguments and options.

The format of the BACKUP command is

BACKUP pathname -MT n -VOLID volume-name [options]

Descriptions of arguments and options follow.
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Argument Description
pathname Identifies the location of the objects

on disk that you wish to archive. You
can use wildcards, iteration and
treewalking.

-MT n Specifies the unit number n of the drive
on which the reel is mounted. The drive
must be online and assigned to you.

-VOLID volume-name Identifies the name of the volume. You
can either name an unused volume or
specify a named volume. The volume name
mist be a valid object name, and can a
maximum of 28 characters long.

@tion Description
—-ACCESSED AFTER [date]
-ACA

Writes to tape those objects that were
last accessed on or after the specified
date or, if date is not given, after
00:00 AM today.

~ACCESSED_BEFORE [date]
-ACB

Writes to tape those objects that were
last accessed before the specified date
or, if date is not given, before 00:00
AM today.

-BACKEDUP_AFTER [date]
-BKA

Writes to tape those objects that were
last backed up on or after the specified
date or, if date is not given, after
00:00 AM today.

-BACKEDUP_BEFCRE [date]

-BKB
Writes to tape those objects that were
last backed up before the specified date
or, if date is not given, before 00:00
AM today.

-CAM_TO_DAM Writes to tape as DAM files any CAM

—CID files among the selected aobjects.
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—COMPATIBLE_VERSION [rev]

—CVN

{ —CREATED AFTER [date]
—CRA

’ —~CREATED BEFORE [date]
—-CRB

—INCREMENTAL
-INC

-INDEX [pathname]

—~INDEX_LEVELS [n] }

First Edition, Update 1

Specifies that data is to be written to
tape in rev format, where rev identifies
a revision of PRIMOS. The format of rev
is nn or nn.n; for example 19.4. Used in
a post-Rev.19 system to save data to a
Rev.19 tape. This option is invalid if
the tape already has data in post-Rev.19
format. rev defaults to Rev.19.

Writes to tape those objects that were
created on or after the specified date
or, if date is not given, after 00:00 AM
today.

|

Writes to tape those objects that were
created before the specified date or, if
date is not given, before 00:00 AM
today.

Lists the command’'s syntax, arguments
and options. For details of the Help
facilities, refer to Chapter 21, BRMS
HELP.

Saves only those objects that have been
modified since the last backup. This
option is required for an incremental
backup.

Creates an index of all the objects that
are written to tape. If you do not
specify pathname, the index is displayed
on the screen: otherwise it is stored in
pathname, and is not displayed.

Specifies the number n of levels that
you want to include in the index, and
displays the index on your screen. You
can use this option with the -INDEX
pathname option, in which case the index
is filed in pathname, and 1s not
displayed on your screen. The default
value for n is 99.

12-6

J

J J



A

M)

BACKUP

l -LEVELS n } Specifies the number of levels of the

Y directory structure that you want to
save. The command default is to save
all levels.

-MODIFIED AFTER [date]

-MDA

~-AFTER
Writes to tape those objects that have
been modified on or after the specified
date or, if date is not given, after
00:00 AM today. If the object is a
directory that does not have a DIM on
or after date, the command saves the
directory's subordinate objects that
have been modified on or after this

date.
-MODIFIED BEFORE [date]
-MDB
-BEFORE
Writes to tape those objects that have
been modified before the specified date
or, if date is not given, before 00:00
AM today. If the object is a directory
that does not have a DIM before date,
the command saves the directory’'s
subordinate objects that have been
modified before this date.
‘ -NO_CATALOG Suppresses the generation of a new
-NOCAT catalog.
l -NO_QUERY } Suppresses command prompts when the
-NQ user's response can be assumed: 1is used

for unattended operation. If you specify
this option and the command then
requires some user action, the command
aborts.

-REMARK [character string]

Lets you add a comment to your tape and
catalog each time that you archive data.
The remark can contain a maximum of 80
characters. If spaces are included, you
must enclose the entire character string
in single quotation marks. If you do not
specify character string. the remark is
a string of blank characters.
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i ~TTY I If you rTun BACKUP from either a

CPL program or a command input file,
this option enables you to specify the
tape drive number from your terminal at
the end of each reel.

I—VALIDATE} Checks the objects that you save

against the original objects on disk,
and informs you of discrepancies as the
save proceeds. -VALIDATE is not a valid
option if you archive to a 60Mb
cartridge tape.

-VERIFY . Allows you to confirm the selection of
specific objects when you use wildcards
in the pathnare argument. The command
default is to save every object that
matches the pathname.

HOW TO BACK UP FILES AND DIRECTORIES

This section describes the procedures for performing a backup. It
consists of the following subsections:

e Preparation describes the preparations needed before you begin a
backup.

e BACKUP Procedure describes the step by step procedure for a
backup.

You should read Preparation and BACKUP Procedure before you attempt a
backup.

Preparation
Before you begin a backup you must

® Decide which files and directories you want to save
e Check what access rights you require
® Decide whether to

- Close the entire system to users

- Close the backup partition

- Close neither the system nor the backup partition to
users
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Access Rights: You must have List, Use, Read, and Protect rights to
the objects you want to back up. As part of the backup procedure, you
set priority access to the backup partition, and this ensures that you
have adequate access to the objects you want to back up.

If top-level catalog directory BACKUP* is not on the backup partition,
the following ACL must be set on BACKUP* before you invoke
BACKUP: .BACKUP$:DALURWX $REST:LURX. With this ACL set on BACKUP*, the
default access rights to CATS* and to the individual catalogs are
correct.

Note that BACKUP* also holds the directory HELP, on which you should
set the specific ACL $REST:LUR.

Remember that either you or, when you invoke BACKUP from the supervisor
terminal, user SYSTEM, must be a member of the predefined privileged
group .BACKUPS.

Closing Either the System or the Backup Partition to Users: You should
close the entire system to users if your backup partition holds

® Many users’ origin directories (20% or more of system users)
e Files accessed by most of the users on the system
e The command device, paging device, or alternate paging device

You should also close the entire system to wusers if you want to
maximize the speed of the backup.

If the backup partition does not fall into any of the three categories
listed above, and performance is not your top priority, you can close
only the backup partition to users, or keep both the system and
partition open to users.

The choice between closing the backup partition and leaving it open is
dependent upon your requirements and upon the timing of the backup.
The performance of BACKUP is better if the partition is closed.
However, if the backup is done during working hours, it may be more
convenient for users if the partition remains in service. If you do
keep the partition open, BACKUP saves both closed files and files open
for reading, but it does not save files written during the save, for
example COMOUTPUT files. Any file modifications by a user during an
incremental backup are saved during the next backup.

BACKUP Procedure

This section describes how to back up files and directories.

If you decide to close either the system or the disk partition to
users, follow the procedure described in the subsection System or
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Partition Taken out of Service, below. If you intend to keep the
system and partition in service, follow the procedure in the subsection
System and Partition Kept in Service, below. There are summaries of
these procedures in Appendix B, PROCEDURE REFERENCE.

System or Partition Taken out of Service: This subsection . describes
the backup procedure for when you have decided to close either the
system or the partition to users. The procedure specifies which parts
of the backup you can run from a user terminal; unless otherwise
specified, perform all the steps from the supervisor terminal.

1. If you have decided to close the entire system to users, do
this by following steps (a) through (f) below.

a. Inform users of the impending shutdown by issuing a series
of messages. The first message should give users plenty
of advance notice of the shutdown. For example:

OK, MESSAGE
SYSTEM CLOSING DOWN AT 18:00 HOURS TODAY

OK, MESSAGE ALL -NOW —FORCE
SYSTEM CLOSING DOWN IN 5 MINUTES - PLEASE 1OG OUT

b. Prevent new users from logging in, and begin shutting down
the subsystems. For example:

OK, MAXUSR O

OK, PROP PRO —-STOP

OK, FTIOP -STOP_SRVR FTP
OK, BATCH -STOP

If you have any jobs running, you may want to shut them
down yourself, to ensure a tidy shutdown.

Wait until
® A BATCH -STATUS command shows no jobs running

e All the spooler phantoms log themselves out
(indicated by messages to the supervisor terminal)

e All the FTS servers log themselves out (indicated
by messages to the supervisor terminal)

c. Remind users about the impending shutdown. For example:

First Edition, Update 1 12-10

J

J J



D)

)

BACKUP

CK, MESSAGE ALL -NOW -FORCE
SYSTEM CLOSING IN ONE MINUTE - LOGOUT IMMEDIATELY

d. Log out all users

OK., LOGOUT ALL

e. Set priority access to the partition you want to back up
by issuing the command

0K, SPAC diskname user-id:AllL

where user-id is SYSTEM if you intend to run the whole
backup from the supervisor terminal, or is your user ID if
you want to run some of the backup from a user terminal.
diskname is the name of the partition you want to back up.

f. Set MAXUSR to permit two processes to run: this is the
maximum number of processes you need to run the backup

OK, MAXUSR 2

Note

BACKUP always requires one process. You need a
second process if you want to run the backup from
a user terminal.

If you have decided to close only the backup partition to
users. do this by following steps (a) and (b) below.

a. Inform users of the impending shutdown by issuing a series
of messages. The first message should give users advance
notice of the shutdown. For example:

OK, MESSAGE
PARTITION <DSK1> CLOSING DOWN AT 14:00 HOURS TODAY

OK. MESSAGE ALL —NOW —FORCE
PARTTTTON <DSK1> CLOSING DOWN IN 1 MINUTE
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b. Remove the backup partition from service and set priority
access by issuing the commands

OK, SHUTIN pdev
OK, ADDISK pdev; SPAC diskname user-id:ALL $REST:NONE

where user-id is SYSTEM if you intend to run the whole
backup from the supervisor terminal, or is your user ID if
you want to run some of the backup from a wuser terminal.

3. If top-level directory BACKUP* is on the Dbackup partition,
continue at step 4.

If BACKUP* is not on the backup partition, ensure you have
adequate access rights to BACKUP*. The access rights should
be .BACKUP$ :DALURWX $REST:LURX. If .BACKUP$ already has these
access rights. continue at step 4. If .BACKUP$ does not have
the correct access rights, issue the following command to give
yourself priority access to the partition that holds BACKUP*:

OK, SPAC diskname user-id:ALL

where user-id is SYSTEM if you intend to run the entire backup
from the supervisor terminal, or is your user ID if you intend
to run the backup from a user terminal. diskname is the name
of the partition that holds BACKUP*.

4. If you have decided to run the backup from a<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>